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21.1  INTRODUCTION

The dsPIC33F Enhanced Controller Area Network (ECAN) module implements the CAN
Protocol 2.0B, used primarily in industrial and automotive applications. This asynchronous serial
data communication protocol provides reliable communications in electrically noisy environ-
ments. The dsPIC33F device family integrates up to two ECAN modules. Figure 21-1 illustrates
a typical CAN bus topology.

Figure 21-1: Typical CAN Bus Network 

The ECAN module supports the following key features:

Standards Compliance

• Full CAN 2.0B compliance

• Programmable bit rate up to 1 Mbps

Message Reception

• 32 message buffers – all of them can be used for reception
• 16 acceptance filters for message filtering
• 3 acceptance filter mask registers for message filtering

• Automatic response to Remote Transmit Request
• Up to 32-message deep First In First Out (FIFO) buffer
• DeviceNetTM addressing support

• DMA interface for message reception

Message Transmission

• 8 message buffers configurable for message transmission 
• User-defined priority levels for message buffers used for transmission
• DMA interface for message transmission

Others

• Loopback, Listen All Messages and Listen Only modes for self-test, system diagnostics 
and bus monitoring

• Low-power operating modes
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Figure 21-2 illustrates the general structure of the ECAN module and its interaction with the DMA
Controller and DMA RAM.

Figure 21-2: ECAN™ Interaction With DMA

21.1.1 ECAN Module

The ECAN module consists of a protocol engine, message acceptance filters, and separate
transmit and receive DMA interfaces. The protocol engine transmits and receives messages to
and from the CAN bus (as per CAN bus 2.0B protocol). The user-configurable acceptance filters
are used by the module to examine the received message to determine if it should be stored in
the DMA message buffer or discarded. 

For received messages, the receive DMA interface generates a receive data interrupt to initiate
a DMA cycle. The receive DMA channel reads data from the CiRXD register and writes it into the
message buffer.

For transmit messages, the transmit DMA interface generates a transmit data interrupt to start a
DMA cycle. The transmit DMA channel reads from the message buffer and writes to the CiTXD
register for message transmission.

21.1.2 Message Buffers

The ECAN module supports up to 32 message buffers for storing data transmitted or received on
the CAN bus. These buffers are located in DMA RAM. Message buffers 0-7 can be configured
for either transmit or receive operation. Message buffers 8-31 are receive-only buffers and 
cannot be used for Message Transmission.

21.1.3 DMA Controller

The DMA controller acts as an interface between the message buffers and ECAN to transfer data
back and forth without CPU intervention. The DMA controller supports up to eight channels for
transferring data between DMA RAM and the dsPIC33F peripherals. Two separate DMA 
channels are needed to support CAN message transmission and CAN message reception.

Each DMA channel has a DMA Request register (DMAxREQ), which is used by the user 
application to assign an interrupt event to trigger a DMA-based message transfer.
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21.2  CAN MESSAGE FORMATS

The CAN bus protocol uses asynchronous communication. Information is passed from transmit-
ters to receivers in data frames, which are composed of byte fields that define the contents of the
data frame, as shown in Figure 21-3. 

Each frame begins with a Start-of-Frame (SOF) bit and terminates with an End-of-Frame (EOF)
bit field. The Start-of-Frame is followed by Arbitration and Control fields, which identify the mes-
sage type, format, length and priority. This information allows each node on the CAN bus to
respond appropriately to the message. The Data field conveys the message content and is vari-
able length, ranging from 0 to 8 bytes. Error protection is provided by the Cyclic Redundancy
Check (CRC) and Acknowledgement (ACK) fields.

Figure 21-3: CAN Bus Message Frame

The CAN bus protocol supports four frame types: 

• Data Frame – carries data from transmitter to the receivers
• Remote Frame – transmitted by a node on the bus, to request transmission of a data 

frame with the same identifier from another node
• Error Frame – transmitted by any node when it detects an error
• Overload Frame – provides an extra delay between successive Data or remote frames

• Interframe Space – provides a separation between successive frames

The CAN 2.0B specification defines two additional data formats:

• Standard Data Frame – intended for standard messages that use 11 identifier bits
• Extended Data Frame – intended for extended messages that use 29 identifier bits

There are three versions of CAN Bus specifications: 

• 2.0A – considers 29-bit identifier as error
• 2.0B Passive – ignores 29-bit identifier messages

• 2.0B Active – handles both 11-bit and 29-bit identifier

The dsPIC33F ECAN module is compliant with the CAN 2.0B active specification while providing
enhanced message filtering capabilities.

Note: Refer to the Bosch CAN bus specification for detailed information on the CAN 
protocol.
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21.2.1 Standard Data Frame

The standard data frame message begins with a Start-of-Frame bit followed by a 12-bit Arbitra-
tion field, as shown in Figure 21-4. The Arbitration field contains an 11-bit identifier and the
Remote Transmit Request (RTR) bit. The identifier defines the type of information contained in
the message and is used by each receiving node to determine if the message is of interest to it.
The RTR bit distinguishes a data frame from a remote frame. For a standard data frame, the RTR
bit is clear. 

Following the Arbitration field is a 6-bit Control field, which provides more information about the
contents of the message. The first bit in the Control field is an Identifier Extension (IDE) bit, which
distinguishes the message as either a Standard or extended data frame. A standard data frame
is indicated by a dominant state (logic level ‘0’) during transmission of the IDE bit. The second
bit in the Control field is a Reserved (RB0) bit, which is in the dominant state (logic level ‘0’). The
last 4 bits in the Control field represent the Data Length Code (DLC), which specifies the number
of data bytes present in the message. 

The Data field follows the Control field. This field carries the message data – the actual payload
of the data frame. This field is variable length, ranging from 0 to 8 bytes. The number of bytes is
user-selectable.

The Data field is followed by the Cyclic Redundancy Check (CRC) field, which is a 15-bit CRC
sequence with one delimiter bit. 

The Acknowledgement (ACK) field is sent as a recessive bit (logic level ‘1’) and is overwritten as
a dominant bit by any receiver that has received the data correctly. The message is acknowl-
edged by the receiver irrespective of the result of the acceptance filter comparison.

The last field is the End-of-Frame field, which consists of 7 recessive bits that indicate the end of
message.

Figure 21-4: Format of the Standard Data Frame 
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21.2.2 Extended Data Frame

The extended data frame begins with an SOF bit followed by a 31-bit Arbitration field, as shown
in Figure 21-5. The Arbitration field for the extended data frame contains 29 identifier bits in two
fields separated by a Substitute Remote Request (SRR) bit and an IDE bit. The SRR bit deter-
mines if the message is a remote frame. SRR = 0 for extended data frames. The IDE bit indicates
the data frame type. For the extended data frame, IDE = 1. 

The extended data frame Control field consists of 7 bits. The first bit is the RTR. For the extended
data frame, RTR = 0. The next two bits, RB1 and RB0, are reserved bits that are in the dominant
state (logic level ‘0’). The last 4 bits in the Control field are the Data Length Code, which specifies
the number of data bytes present in the message. 

The remaining fields in an extended data frame are identical to a standard data frame.

Figure 21-5: Format of the Extended Data Frame 
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21.2.3 Remote Frame

A node expecting to receive data from another node can initiate transmission of the respective
data by the source node by sending a remote frame. A remote frame can be in standard format
(Figure 21-6) or extended format (Figure 21-7).

A Remote frame is similar to a data frame, with the following exceptions:

• The RTR bit is recessive (RTR = 1)
• There is no Data field (DLC = 0)

Figure 21-6: Format of the Standard Remote Frame

Figure 21-7: Format of the Extended Remote Frame
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21.2.4 Error Frame

An Error Frame is generated by any node that detects a bus error. An error frame consists of an
Error Flag field followed by an Error Delimiter field. The Error Delimiter consists of 8 recessive
bits and allows the bus nodes to restart communications cleanly after an error has occurred.
There are two types of Error Flag fields, depending on the error status of the node that detects
the error: 

• Error Active Flag – contains 6 consecutive dominant bits, which forces all other nodes on 
the network to generate Error Echo Flags, thereby resulting in a series of 6 to 12 dominant 
bits on the bus.

• Error Passive Flag – contains 6 consecutive recessive bits, with the result that unless the 
bus error is detected by the transmitting node, the transmission of an Error Passive flag will 
not affect the communications of any other node on the network.

21.2.5 Overload Frame

An Overload Frame can be generated by a node either when a dominant bit is detected during
Interframe Space or when a node is not yet ready to receive the next message (for example, if it
is still reading the previous received message). An Overload Frame has the same format as an
Error Frame with an Active Error Flag, but can only be generated during Interframe space. It con-
sists of an Overload Flag field with 6 dominant bits followed by an Overload Delimiter field with
8 recessive bits. A node can generate a maximum of 2 sequential Overload Frames to delay the
start of the next message.

21.2.6 Interframe Space

Interframe Space separates successive frames being transmitted on the CAN bus. It consists of
at least 3 recessive bits, referred to as Intermission. The Interframe Space allows nodes time to
internally process the previously received message before the start of the next frame. If the trans-
mitting node is in the Error Passive state, an additional 8 recessive bits will be inserted in the
Interframe Space before any other message is transmitted by the node. This period is called a
Suspend Transmit field and allows time for other transmitting nodes to take control of the bus.
DS70185A-page 21-8 © 2007 Microchip Technology Inc.
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21.3  ECAN REGISTERS 

The ECAN module has a large number of Special Function Registers (SFRs) that are used to
configure message acceptance filters and message buffers. To enable effective use of data RAM
space, multiple sets of SFRs are mapped onto the same set of memory addresses. The SFR Map
Window Select (WIN) bit in ECAN Control Register 1 (CiCTRL1<0>) is used to selectively access
one of these sets of SFRs.

If CiCTRL1<WIN> = 1, then the message acceptance filters, masks and filter buffer pointer 
registers are accessed by the user application.

If CiCTRL1<WIN> = 0, then the buffer control and status registers and the transmit and receive
data registers are accessed by the user application.

21.3.1 ECAN Baud Rate Control Registers

• CiCFG1: ECAN™ Baud Rate Configuration Register 1 

This register contains control bits to set the period of each time quantum, using the baud rate
prescaler, and specifies synchronization jump width in terms of time quanta (see
Register 21-1). 

• CiCFG2: ECAN™ Baud Rate Configuration Register 2

This register is used to program the number of time quanta in each CAN bit segment, including
the propagation and phase segments 1 and 2 (see Register 21-2).

21.3.2 ECAN Message Filter Registers

• CiFEN1: ECAN™ Acceptance Filter Enable Register

This register enables/disables acceptance filters 0-15 for message filtering 
(see Register 21-3).

• CiRXFnSID: ECAN™ Acceptance Filter Standard Identifier Register n (n = 0-15)

These 16 registers specify the standard message identifier for acceptance filters 0-15. The
identifier bits are selectively masked against the incoming message identifier to determine if
the message should be accepted or rejected (see Register 21-4). These registers are only
accessible by the user application when the WIN bit is set (CiCTRL1<0> = 1 = use filter win-
dow).

• CiRXFnEID: ECAN™ Acceptance Filter Extended Identifier Register n (n = 0-15)

These 16 registers specify the extended message identifier for acceptance filters 0-15. The
identifier bits are selectively masked against the incoming message identifier to determine if
the message should be accepted or rejected (see Register 21-5). These registers are only
accessible by the user application when the WIN bit is set (CiCTRL1<0> = 1).

• CiRXMnSID: ECAN™ Acceptance Filter Mask Standard Identifier Register n (n = 0-2)

These three registers specify the standard identifier mask bits for Acceptance Masks 0, 1, and
2. Any acceptance filter can optionally select one of these mask registers to selectively com-
pare the identifier bits (see Register 21-6). These registers are only accessible by the user
application when the WIN bit is set (CiCTRL1<0> = 1).

• CiRXMnEID: ECAN™ Acceptance Filter Mask Extended Identifier Register n (n = 0-2)

There are three pairs of registers that specify Acceptance Mask bits for Mask 0, 1, and 2. Any
acceptance filter can optionally select one of the mask registers to selectively compare the
identifier bits (see Register 21-7). These registers are only accessible by the user application
when the WIN bit is set (CiCTRL1<0> = 1).

Note: The ‘i’ shown in register identifiers refers to ECAN 1 or ECAN 2.
© 2007 Microchip Technology Inc. DS70185A-page 21-9
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• CiFMSKSEL1: ECAN™ Filter 7-0 Mask Selection Register

This register is used with CiFMSKSEL2 to select the Acceptance mask for acceptance filter 
0-7 (see Register 21-8).

• CiFMSKSEL2: ECAN™ Filter 15-8 Mask Selection Register

This register is used with CiFMSKSEL1 to select the Acceptance mask for acceptance filter 
8-15 (see Register 21-9).

• CiBUFPNT1: ECAN™ Filter 0-3 Buffer Pointer Register

This register is used to specify the message buffer to be used for storing messages accepted
by acceptance filters 0-3 (see Register 21-10). This register is only accessible by the user
application when the WIN bit is set (CiCTRL1<0> = 1).

• CiBUFPNT2: ECAN™ Filter 4-7 Buffer Pointer Register

This register is used to specify the message buffer to be used for storing messages accepted
by acceptance filters 4-7 (see Register 21-11). This register is only accessible by the user
application when the WIN bit is set (CiCTRL1<0> = 1).

• CiBUFPNT3: ECAN™ Filter 8-11 Buffer Pointer Register

This register is used to specify the message buffer to be used for storing messages accepted
by acceptance filters 8-11 (see Register 21-12). This register is only accessible by the user
application when the WIN bit is set (CiCTRL1<0> = 1).

• CiBUFPNT4: ECAN™ Filter 12-15 Buffer Pointer Register

This register is used to specify the message buffer to be used for storing messages accepted
by acceptance filters 12-15 (see Register 21-13). This register is only accessible by the user
application when the WIN bit is set (CiCTRL1<0> = 1).

21.3.3 ECAN Message Buffer Status Registers

• CiRXFUL1: ECAN™ Receive Buffer Full Register 1

Paired with CiRXFUL2, this register indicates buffer full status for Message buffers 0-31. When
a received message is stored into a message buffer, the respective buffer full flag is set (see
Register 21-14). This register is only accessible by the user application when the WIN bit is
cleared (CiCTRL1<0> = 0 = use buffer window).

• CiRXFUL2: ECAN™ Receive Buffer Full Register 2

Paired with CiRXFUL1, this register indicates buffer full status for Message buffers 0-31. When
a received message is stored into a message buffer, the respective buffer full flag is set (see
Register 21-15). This register is only accessible by the user application when the WIN bit is
cleared (CiCTRL1<0> = 0).

• CiRXOVF1: ECAN™ Receive Buffer Overflow Register

Paired with CiRXOVF2, this register indicates overflow status for Message buffers 0-31. When
a received message is stored into a message buffer and the respective buffer full flag is set,
the message is lost, and the respective buffer overflow flag is set (see Register 21-16). This
register is only accessible by the user application when the WIN bit is cleared (CiCTRL1<0> =
0).

• CiRXOVF2: ECAN™ Receive Buffer Overflow Register 2

Paired with CiRXOVF1, this register indicates overflow status for Message buffers 0-31. When
a received message is stored into a message buffer and the respective buffer full flag is set,
the message is lost, and the respective buffer overflow flag is set (see Register 21-17). This
register is only accessible by the user application when the WIN bit is cleared (CiCTRL1<0> =
0).
DS70185A-page 21-10 © 2007 Microchip Technology Inc.
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21.3.4 ECAN FIFO Control/Status Registers

• CiFCTRL: ECAN™ FIFO Control Register

This register controls operation of the receive buffer FIFO. It specifies the FIFO start address
and number of message buffers reserved for ECAN in DMA RAM (see Register 21-18). This
register is only accessible by the user application when the WIN bit is cleared (CiCTRL1<0> = 0).

• CiFIFO: ECAN™ FIFO Status Register

This register contains write and read pointers. The write pointer indicates which buffer contains
the most-recently received data. The read pointer tells the user application which buffer to read
next (see Register 21-19). This register is only accessible by the user application when the
WIN bit is cleared (CiCTRL1<0> = 0).

21.3.5 ECAN Interrupt Control/Status Registers

• CiINTF: ECAN™ Interrupt Flag Register

This register provides the status of various interrupt sources in the ECAN module
(see Register 21-20). This register is only accessible by the user application when the WIN bit
is cleared (CiCTRL1<0> = 0).

• CiINTE: ECAN™ Interrupt Enable Register

This register is used to selectively enable/disable 7 main sources of interrupt: transmit buffer
interrupt, receive buffer interrupt, receive buffer overflow interrupt, FIFO almost full interrupt,
error interrupt, wake-up interrupt and invalid message received interrupt (see Register 21-21).
This register is only accessible by the user application when the WIN bit is cleared
(CiCTRL1<0> = 0).

• CiVEC: ECAN™ Interrupt Code Register

This register provides interrupt code bits that can be used with a jump table for efficient han-
dling of interrupts (see Register 21-22). This register is only accessible by the user application
when the WIN bit is cleared (CiCTRL1<0> = 0).

21.3.6 ECAN Control and Error Counter Registers

• CiCTRL1: ECAN™ CONTROL REGISTER 1

This register sets the ECAN module operation modes (see Register 21-23). This register is
only accessible by the user application when the WIN bit is cleared (CiCTRL1<0> = 0).

• CiCTRL2: ECAN™ Control Register 2

This register contains the DeviceNet™ filtering control bits (see Register 21-24). This register
is only accessible by the user application when the WIN bit is cleared (CiCTRL1<0> = 0).

• CiTRmnCON: ECAN™ TX/RX Buffer m Control Register (m = 0,2,4,6; n = 1,3,5,7)

These registers configure and control message buffers (see Register 21-25). This register is
only accessible by the user application when the WIN bit is cleared (CiCTRL1<0> = 0).

• CiEC: ECAN™ Transmit/Receive Error Count Register

This register counts transmit and receive errors. The user application can read this register to
determine the current number of transmit and receive errors (see Register 21-26). 

• CiRXD: ECAN Receive Data Register

This register temporarily holds every received word. This is the register from which the DMA
controller reads data into the DMA buffer.

• CiTXD: ECAN Transmit Data Register

This register temporarily holds every transmission. This is the register to which the DMA 
Controller writes data from the DMA buffer.
© 2007 Microchip Technology Inc. DS70185A-page 21-11
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Register 21-1: CiCFG1: ECAN™ Baud Rate Configuration Register 1

U-0 U-0 U-0 U-0 U-0 U-0 U-0 U-0
— — — — — — — —

bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0

SJW<1:0> BRP<5:0>
bit 7 bit 0

Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-8 Unimplemented: Read as ‘0’
bit 7-6 SJW<1:0>: Synchronization Jump Width bits

11 = Length is 4 x TQ  
10 = Length is 3 x TQ  
01 = Length is 2 x TQ  
00 = Length is 1 x TQ 

bit 5-0 BRP<5:0>:  Baud Rate Prescaler bits
11 1111 = TQ = 2 x 64 x 1/FCAN 
. . .
00 0010 = TA = 2 x 3 x 1/FCAN

00 0001 = TA = 2 x 2 x 1/FCAN 
00 0000 = TQ = 2 x 1 x 1/FCAN
DS70185A-page 21-12 © 2007 Microchip Technology Inc.



Section 21. Enhanced Controller Area Network (ECAN™)
E

C
A

N

21

Register 21-2: CiCFG2: ECAN™ Baud Rate Configuration Register 2

U-0 R/W-x U-0 U-0 U-0 R/W-x R/W-x R/W-x
— WAKFIL — — — SEG2PH<2:0>

bit 15 bit 8

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
SEG2PHTS SAM SEG1PH<2:0> PRSEG<2:0>

bit 7 bit 0

Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15 Unimplemented: Read as ‘0’
bit 14 WAKFIL:  Select CAN Bus Line Filter for Wake-up bit

1 = Use CAN bus line filter for wake-up
0 = CAN bus line filter is not used for wake-up

bit 13-11 Unimplemented: Read as ‘0’

bit 10-8 SEG2PH<2:0>: Phase Segment 2 bits
111 = Length is 8 x TQ 
. . .
000 = Length is 1 x TQ

bit 7 SEG2PHTS:  Phase Segment 2 Time Select bit
1 = Freely programmable
0 = Maximum of SEG1PH bits or Information Processing Time (IPT), whichever is greater

bit 6 SAM: Sample CAN Bus Line bit
1 = Bus line is sampled three times at the sample point 
0 = Bus line is sampled once at the sample point

bit 5-3 SEG1PH<2:0>: Phase Segment 1 bits

111 = Length is 8 x TQ 
. . .
000 = Length is 1 x TQ

bit 2-0 PRSEG<2:0>:  Propagation Time Segment bits

111 = Length is 8 x TQ

. . .
000 = Length is 1 x TQ
© 2007 Microchip Technology Inc. DS70185A-page 21-13
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Register 21-3: CiFEN1: ECAN™ Acceptance Filter Enable Register

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0

FLTEN15 FLTEN14 FLTEN13 FLTEN12 FLTEN11 FLTEN10 FLTEN9 FLTEN8
bit 15 bit 8

R/W-0 R/W-0 R/W-1 R/W-1 R/W-1 R/W-1 R/W-1 R/W-1
FLTEN7 FLTEN6 FLTEN5 FLTEN4 FLTEN3 FLTEN2 FLTEN1 FLTEN0

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-0 FLTENn: Enable Filter n bits

1 = Enable filter n to accept messages 
0 = Disable filter n

Register 21-4: CiRXFnSID: ECAN™ Acceptance Filter Standard Identifier Register n (n = 0-15)

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x

SID10 SID9 SID8 SID7 SID6 SID5 SID4 SID3
bit 15 bit 8

R/W-x R/W-x R/W-x U-0 R/W-x U-0 R/W-x R/W-x
SID2 SID1 SID0 — EXIDE — EID17 EID16

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-5 SID<10:0>: Standard Identifier bits

1 = Message address bit SIDx must be ‘1’ to match filter
0 = Message address bit SIDx must be ‘0’ to match filter

bit 4 Unimplemented: Read as ‘0’
bit 3 EXIDE:  Extended Identifier Enable bit

If MIDE = 1 then:

1 = Match only messages with extended identifier addresses
0 = Match only messages with standard identifier addresses
If MIDE = 0 then:
 Ignore EXIDE bit.

bit 2 Unimplemented: Read as ‘0’
bit 1-0 EID<17:16>: Extended Identifier bits

1 = Message address bit EIDx must be ‘1’ to match filter
0 = Message address bit EIDx must be ‘0’ to match filter
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Register 21-5: CiRXFnEID: ECAN™ Acceptance Filter Extended Identifier Register n (n = 0-15)

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x

EID15 EID14 EID13 EID12 EID11 EID10 EID9 EID8
bit 15 bit 8

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
EID7 EID6 EID5 EID4 EID3 EID2 EID1 EID0

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-0 EID<15:0>: Extended Identifier bits

1 = Message address bit EIDx must be ‘1’ to match filter
0 = Message address bit EIDx must be ‘0’ to match filter

Register 21-6: CiRXMnSID: ECAN™ Acceptance Filter Mask Standard Identifier Register n (n = 0-2)

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x

SID10 SID9 SID8 SID7 SID6 SID5 SID4 SID3
bit 15 bit 8

R/W-x R/W-x R/W-x U-0 R/W-x U-0 R/W-x R/W-x
SID2 SID1 SID0 — MIDE — EID17 EID16

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-5 SID<10:0>:  Standard Identifier bits

1 = Include bit SIDx in filter comparison
0 = Bit SIDx is “don’t care” in filter comparison

bit 4 Unimplemented: Read as ‘0’
bit 3 MIDE:  Identifier Receive Mode bit

1 = Match only message types (standard or extended address) that correspond to EXIDE bit in filter 
0 = Match either standard or extended address message if filters match 

(i.e.,  if (Filter SID) = (Message SID) or if (Filter SID/EID) = (Message SID/EID))
bit 2 Unimplemented: Read as ‘0’
bit 1-0 EID<17:16>: Extended Identifier bits

1 = Include bit EIDx in filter comparison
0 = Bit EIDx is don’t care in filter comparison
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Register 21-7: CiRXMnEID: ECAN™ Acceptance Filter Mask Extended Identifier Register n (n = 0-2)

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
EID15 EID14 EID13 EID12 EID11 EID10 EID9 EID8

bit 15 bit 8

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
EID7 EID6 EID5 EID4 EID3 EID2 EID1 EID0

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit

R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-0 EID<15:0>: Extended Identifier bits
1 = Include bit EIDx in filter comparison
0 = Bit EIDx is “don’t care” in filter comparison

Register 21-8: CiFMSKSEL1: ECAN™ Filter 7-0 Mask Selection Register

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0

F7MSK<1:0> F6MSK<1:0> F5MSK<1:0> F4MSK<1:0>
bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
F3MSK<1:0> F2MSK<1:0> F1MSK<1:0> F0MSK<1:0>

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-14 F7MSK<1:0>: Mask Source for Filter 7 bits
11 = No mask
10 = Acceptance Mask 2 registers contain mask
01 = Acceptance Mask 1 registers contain mask
00 = Acceptance Mask 0 registers contain mask

bit 13-12 F6MSK<1:0>: Mask Source for Filter 6 bits (same values as bits 15-14)

bit 11-10 F5MSK<1:0>: Mask Source for Filter 5 bits (same values as bits 15-14)
bit 9-8 F4MSK<1:0>: Mask Source for Filter 4 bits (same values as bits 15-14)
bit 7-6 F3MSK<1:0>: Mask Source for Filter 3 bits (same values as bits 15-14)

bit 5-4 F2MSK<1:0>: Mask Source for Filter 2 bits (same values as bits 15-14)
bit 3-2 F1MSK<1:0>: Mask Source for Filter 1 bits (same values as bits 15-14)
bit 1-0 F0MSK<1:0>: Mask Source for Filter 0 bits (same values as bits 15-14)
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Register 21-9: CiFMSKSEL2: ECAN™ Filter 15-8 Mask Selection Register

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
F15MSK<1:0> F14MSK<1:0> F13MSK<1:0> F12MSK<1:0>

bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
F11MSK<1:0> F10MSK<1:0> F9MSK<1:0> F8MSK<1:0>

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit

R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-14 F15MSK<1:0>: Mask Source for Filter 15 bits
11 = No mask
10 = Acceptance Mask 2 registers contain mask
01 = Acceptance Mask 1 registers contain mask
00 = Acceptance Mask 0 registers contain mask

bit 13-12 F14MSK<1:0>: Mask Source for Filter 14 bits (same values as bits 15-14)
bit 11-10 F13MSK<1:0>: Mask Source for Filter 13 bits (same values as bits 15-14)

bit 9-8 F12MSK<1:0>: Mask Source for Filter 12 bits (same values as bits 15-14)
bit 7-6 F11MSK<1:0>: Mask Source for Filter 11 bits (same values as bits 15-14)
bit 5-4 F10MSK<1:0>: Mask Source for Filter 10 bits (same values as bits 15-14)

bit 3-2 F9MSK<1:0>: Mask Source for Filter 9 bits (same values as bits 15-14)
bit 1-0 F8MSK<1:0>: Mask Source for Filter 8 bits (same values as bits 15-14)

Register 21-10: CiBUFPNT1: ECAN™ Filter 0-3 Buffer Pointer Register

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
F3BP<3:0> F2BP<3:0>

bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0

F1BP<3:0> F0BP<3:0>
bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-12 F3BP<3:0>: RX Buffer mask for Filter 3 bits
1111 = Filter hits received in RX FIFO buffer
1110 = Filter hits received in RX Buffer 14
....
0001 = Filter hits received in RX Buffer 1
0000 = Filter hits received in RX Buffer 0

bit 11-8 F2BP<3:0>: RX Buffer mask for Filter 2 bits (same values as bits 15-12)
bit 7-4 F1BP<3:0>: RX Buffer mask for Filter 1 bits (same values as bits 15-12)
bit 3-0 F0BP<3:0>: RX Buffer mask for Filter 0 bits (same values as bits 15-12)
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Register 21-11: CiBUFPNT2: ECAN™ Filter 4-7 Buffer Pointer Register

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
F7BP<3:0> F6BP<3:0>

bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
F5BP<3:0> F4BP<3:0>

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit

R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-12 F7BP<3:0>: RX Buffer mask for Filter 7 bits
1111 = Filter hits received in RX FIFO buffer
1110 = Filter hits received in RX Buffer 14
....
0001 = Filter hits received in RX Buffer 1
0000 = Filter hits received in RX Buffer 0

bit 11-8 F6BP<3:0>: RX Buffer mask for Filter 6 bits (same values as bits 15-12)

bit 7-4 F5BP<3:0>: RX Buffer mask for Filter 5 bits (same values as bits 15-12)
bit 3-0 F4BP<3:0>: RX Buffer mask for Filter 4 bits (same values as bits 15-12)

Register 21-12: CiBUFPNT3: ECAN™ Filter 8-11 Buffer Pointer Register

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
F11BP<3:0> F10BP<3:0>

bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0

F9BP<3:0> F8BP<3:0>
bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-12 F11BP<3:0>: RX Buffer mask for Filter 11
1111 = Filter hits received in RX FIFO buffer
1110 = Filter hits received in RX Buffer 14
....
0001 = Filter hits received in RX Buffer 1
0000 = Filter hits received in RX Buffer 0

bit 11-8 F10BP<3:0>: RX Buffer mask for Filter 10 (same values as bit 15-12)
bit 7-4 F9BP<3:0>: RX Buffer mask for Filter 9 (same values as bit 15-12)
bit 3-0 F8BP<3:0>: RX Buffer mask for Filter 8 (same values as bit 15-12)
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Register 21-13: CiBUFPNT4: ECAN™ Filter 12-15 Buffer Pointer Register

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0

F15BP<3:0> F14BP<3:0>
bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
F13BP<3:0> F12BP<3:0>

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-12 F15BP<3:0>: RX Buffer mask for Filter 15 bits
1111 = Filter hits received in RX FIFO buffer
1110 = Filter hits received in RX Buffer 14
....
0001 = Filter hits received in RX Buffer 1
0000 = Filter hits received in RX Buffer 0

bit 11-8 F14BP<3:0>: RX Buffer mask for Filter 14 bits (same values as bits 15-12)
bit 7-4 F13BP<3:0>: RX Buffer mask for Filter 13 bits (same values as bits 15-12)

bit 3-0 F12BP<3:0>: RX Buffer mask for Filter 12 bits (same values as bits 15-12)

Register 21-14: CiRXFUL1: ECAN™ Receive Buffer Full Register 1

R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0
RXFUL15 RXFUL14 RXFUL13 RXFUL12 RXFUL11 RXFUL10 RXFUL9 RXFUL8

bit 15 bit 8

R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0

RXFUL7 RXFUL6 RXFUL5 RXFUL4 RXFUL3 RXFUL2 RXFUL1 RXFUL0
bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-0 RXFUL<15:0>: Receive Buffer n Full bits
1 = Buffer is full (set by module) 
0 = Buffer is empty 
© 2007 Microchip Technology Inc. DS70185A-page 21-19



dsPIC33F Family Reference Manual
Register 21-15: CiRXFUL2: ECAN™ Receive Buffer Full Register 2

R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0

RXFUL31 RXFUL30 RXFUL29 RXFUL28 RXFUL27 RXFUL26 RXFUL25 RXFUL24
bit 15 bit 8

R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0
RXFUL23 RXFUL22 RXFUL21 RXFUL20 RXFUL19 RXFUL18 RXFUL17 RXFUL16

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-0 RXFUL<31:16>: Receive Buffer n Full bits

1 = Buffer is full (set by module) 
0 = Buffer is empty 

Register 21-16: CiRXOVF1: ECAN™ Receive Buffer Overflow Register 

R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0

RXOVF15 RXOVF14 RXOVF13 RXOVF12 RXOVF11 RXOVF10 RXOVF9 RXOVF8
bit 15 bit 8

R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0
RXOVF7 RXOVF6 RXOVF5 RXOVF4 RXOVF3 RXOVF2 RXOVF1 RXOVF0

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit

R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-0 RXOVF<15:0>: Receive Buffer n Overflow bits
1 = Module attempted to write to a full buffer (set by module) 
0 = No overflow condition

Register 21-17: CiRXOVF2: ECAN™ Receive Buffer Overflow Register 2

R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0
RXOVF31 RXOVF30 RXOVF29 RXOVF28 RXOVF27 RXOVF26 RXOVF25 RXOVF24

bit 15 bit 8

R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0 R/C-0
RXOVF23 RXOVF22 RXOVF21 RXOVF20 RXOVF19 RXOVF18 RXOVF17 RXOVF16

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit

R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-0 RXOVF<31:16>: Receive Buffer n Overflow bits
1 = Module attempted to write to a full buffer (set by module) 
0 = No overflow condition
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Register 21-18: CiFCTRL: ECAN™ FIFO Control Register

R/W-0 R/W-0 R/W-0 U-0 U-0 U-0 U-0 U-0

DMABS<2:0> — — — — —
bit 15 bit 8

U-0 U-0 U-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
— — — FSA<4:0>

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-13 DMABS<2:0>:  DMA Buffer Size bits  

111 = Reserved
110 = 32 buffers in DMA RAM
101 = 24 buffers in DMA RAM
100 = 16 buffers in DMA RAM
011 = 12 buffers in DMA RAM
010 = 8 buffers in DMA RAM
001 = 6 buffers in DMA RAM
000 = 4 buffers in DMA RAM

bit 12-5 Unimplemented: Read as ‘0’
bit 4-0 FSA<4:0>: FIFO Start Area bits

11111 = Read buffer RB31 
11110 = Read buffer RB30 
....
00010 = Tx/Rx buffer TRB2
00001 = Tx/Rx buffer TRB1
00000 = Tx/Rx buffer TRB0
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Register 21-19: CiFIFO: ECAN™ FIFO Status Register

U-0 U-0 R-0 R-0 R-0 R-0 R-0 R-0

— — FBP<5:0>
bit 15 bit 8

U-0 U-0 R-0 R-0 R-0 R-0 R-0 R-0
— — FNRB<5:0>

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-14 Unimplemented: Read as ‘0’

bit 13-8 FBP<5:0>: FIFO Buffer Pointer bits
011111 = RB31 buffer
011110 = RB30 buffer
....
000001 = TRB1 buffer
000000 = TRB0 buffer

bit 7-6 Unimplemented: Read as ‘0’
bit 5-0 FNRB<5:0>: FIFO Next Read Buffer Pointer bits

011111 = RB31 buffer
011110 = RB30 buffer
....
000001 = TRB1 buffer
000000 = TRB0 buffer
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Register 21-20: CiINTF: ECAN™ Interrupt Flag Register

U-0 U-0 R-0 R-0 R-0 R-0 R-0 R-0

— — TXBO TXBP RXBP TXWAR RXWAR EWARN
bit 15 bit 8

R/C-0 R/C-0 R/C-0 U-0 R/C-0 R/C-0 R/C-0 R/C-0
IVRIF WAKIF ERRIF — FIFOIF RBOVIF RBIF TBIF

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-14 Unimplemented: Read as ‘0’

bit 13 TXBO: Transmitter in Error State Bus Off bit
1 = Transmitter is in Bus Off state
0 = Transmitter is not in Bus Off state

bit 12 TXBP: Transmitter in Error State Bus Passive bit
1 = Transmitter is in Bus Passive state
0 = Transmitter is not in Bus Passive state

bit 11 RXBP: Receiver in Error State Bus Passive bit
1 = Receiver is in Bus Passive state
0 = Receiver is not in Bus Passive state

bit 10 TXWAR: Transmitter in Error State Warning bit
1 = Transmitter is in Error Warning state
0 = Transmitter is not in Error Warning state

bit 9 RXWAR: Receiver in Error State Warning bit
1 = Receiver is in Error Warning state
0 = Receiver is not in Error Warning state

bit 8 EWARN: Transmitter or Receiver in Error State Warning bit
1 = Transmitter or receiver is in Error State Warning state
0 = Transmitter or receiver is not in Error State Warning state

bit 7 IVRIF: Invalid Message Received Interrupt Flag bit
1 = Interrupt request has occurred
0 = Interrupt request has not occurred

bit 6 WAKIF: Bus Wake-up Activity Interrupt Flag bit
1 = Interrupt request has occurred
0 = Interrupt request has not occurred

bit 5 ERRIF: Error Interrupt Flag bit (multiple sources in CiINTF<13:8> register)

1 = Interrupt request has occurred
0 = Interrupt request has not occurred

bit 4 Unimplemented: Read as ‘0’
bit 3 FIFOIF: FIFO Almost Full Interrupt Flag bit

1 = Interrupt request has occurred
0 = Interrupt request has not occurred

bit 2 RBOVIF: RX Buffer Overflow Interrupt Flag bit
1 = Interrupt request has occurred
0 = Interrupt request has not occurred

bit 1 RBIF: RX Buffer Interrupt Flag bit
1 = Interrupt request has occurred
0 = Interrupt request has not occurred

bit 0 TBIF: TX Buffer Interrupt Flag bit
1 = Interrupt request has occurred
0 = Interrupt request has not occurred
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Register 21-21: CiINTE: ECAN™ Interrupt Enable Register

U-0 U-0 U-0 U-0 U-0 U-0 U-0 U-0

— — — — — — — —
bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
IVRIE WAKIE ERRIE — FIFOIE RBOVIE RBIE TBIE

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-8 Unimplemented: Read as ‘0’

bit 7 IVRIE: Invalid Message Received Interrupt Enable bit
1 = Interrupt request enabled
0 = Interrupt request not enabled

bit 6 WAKIE: Bus Wake-up Activity Interrupt Flag bit
1 = Interrupt request enabled
0 = Interrupt request not enabled

bit 5 ERRIE: Error Interrupt Enable bit
1 = Interrupt request enabled
0 = Interrupt request not enabled

bit 4 Unimplemented: Read as ‘0’

bit 3 FIFOIE: FIFO Almost Full Interrupt Enable bit
1 = Interrupt request enabled
0 = Interrupt request not enabled

bit 2 RBOVIE: RX Buffer Overflow Interrupt Enable bit
1 = Interrupt request enabled
0 = Interrupt request not enabled

bit 1 RBIE: RX Buffer Interrupt Enable bit
1 = Interrupt request enabled
0 = Interrupt request not enabled

bit 0 TBIE: TX Buffer Interrupt Enable bit
1 = Interrupt request enabled
0 = Interrupt request not enabled
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Register 21-22: CiVEC: ECAN™ Interrupt Code Register

U-0 U-0 U-0 R-0 R-0 R-0 R-0 R-0

— — — FILHIT<4:0>
bit 15 bit 8

U-0 R-1 R-0 R-0 R-0 R-0 R-0 R-0
— ICODE<6:0>

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-13 Unimplemented: Read as ‘0’

bit 12-8 FILHIT<4:0>: Filter Hit Number bits
10000-11111 = Reserved
01111 = Filter 15
....
00001 = Filter 1
00000 = Filter 0

bit 7 Unimplemented: Read as ‘0’
bit 6-0 ICODE<6:0>: Interrupt Flag Code bits

1000101-1111111 = Reserved
1000100 = FIFO almost full interrupt
1000011 = Receiver overflow interrupt
1000010 = Wake-up interrupt
1000001 = Error interrupt
1000000 = No interrupt

0100000-0111111 = Reserved
0011111 = RB31 buffer Interrupt 
0011110 = RB30 buffer Interrupt 
....
0001001 = RB9 buffer interrupt 
0001000 = RB8 buffer interrupt 
0000111 = TRB7 buffer interrupt
0000110 = TRB6 buffer interrupt
0000101 = TRB5 buffer interrupt
0000100 = TRB4 buffer interrupt
0000011 = TRB3 buffer interrupt
0000010 = TRB2 buffer interrupt
0000001 = TRB1 buffer interrupt
0000000 = TRB0 Buffer interrupt
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Register 21-23: CiCTRL1: ECAN™ CONTROL REGISTER 1

U-0 U-0 R/W-0 R/W-0 R/W-0 R/W-1 R/W-0 R/W-0

— — CSIDL ABAT CANCKS REQOP<2:0>
bit 15 bit 8

R-1 R-0 R-0 U-0 R/W-0 U-0 U-0 R/W-0
OPMODE<2:0> — CANCAP — — WIN

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-14 Unimplemented: Read as ‘0’

bit 13 CSIDL:  Stop in Idle Mode bit
1 = Discontinue module operation when device enters Idle mode
0 = Continue module operation in Idle mode

bit 12 ABAT: Abort All Pending Transmissions bit
1 = Signal all transmit buffers to abort transmission
0 = Module will clear this bit when all transmissions are aborted

bit 11 CANCKS:  CAN Master Clock Select bit

1 = CAN FCAN clock is FCY

0 = CAN FCAN clock is FOSC

bit 10-8 REQOP<2:0>:  Request Operation Mode bits
000 = Set Normal Operation mode
001 = Set Disable mode
010 = Set Loopback mode
011 = Set Listen Only Mode
100 = Set Configuration mode 
101 = Reserved
110 = Reserved
111 = Set Listen All Messages mode

bit 7-5 OPMODE<2:0>: Operation Mode bits
000 = Module is in Normal Operation mode
001 = Module is in Disable mode
010 = Module is in Loopback mode
011 = Module is in Listen Only mode
100 = Module is in Configuration mode
101 = Reserved
110 = Reserved
111 = Module is in Listen All Messages mode

bit 4 Unimplemented: Read as ‘0’

bit 3 CANCAP: CAN Message Receive Timer Capture Event Enable bit
1 = Enable input capture based on CAN message receive   
0 = Disable CAN capture

bit 2-1 Unimplemented: Read as ‘0’
bit 0 WIN: SFR Map Window Select bit

1 = Use filter window 
0 = Use buffer window
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Register 21-24: CiCTRL2: ECAN™ Control Register 2

U-0 U-0 U-0 U-0 U-0 U-0 U-0 U-0
— — — — — — — —

bit 15 bit 8

U-0 U-0 U-0 R-0 R-0 R-0 R-0 R-0

— — — DNCNT<4:0>
bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-5 Unimplemented: Read as ‘0’
bit 4-0 DNCNT<4:0>: DeviceNet™ Filter Bit Number bits

00000 = Do not compare data bytes
00001 = Compare bit 7 of data byte 0 with EID<17>
00010 = Compare bits <7:6> of data byte 0 with EID<17:16>
00011 = Compare bits <7:5> of data byte 0 with EID<17:15>
00100 = Compare bits <7:4> of data byte 0 with EID<17:14>
00101 = Compare bits <7:3> of data byte 0 with EID<17:13>
00110 = Compare bits <7:2> of data byte 0 with EID<17:12>
00111 = Compare bits <7:1> of data byte 0 with EID<17:11>
01000 = Compare bits <7:0> of data byte 0 with EID<17:10>
01001 = Compare bits <7:0> of data byte 0 and bit <7> of data byte 1 with EID<17:9>
01010 = Compare bits <7:0> of data byte 0 and bits <7:6> of data byte 1 with EID<17:8>
01011 = Compare bits <7:0> of data byte 0 and bits <7:5> of data byte 1 with EID<17:7>
01100 = Compare bits <7:0> of data byte 0 and bits <7:4> of data byte 1 with EID<17:6>
01101 = Compare bits <7:0> of data byte 0 and bits <7:3> of data byte 1 with EID<17:5>
01110 = Compare bits <7:0> of data byte 0 and bits <7:2> of data byte 1 with EID<17:4>
01111 = Compare bits <7:0> of data byte 0 and bits <7:1> of data byte 1 with EID<17:3>
10000 = Compare bits <7:0> of data byte 0 and bits <7:0> of data byte 1 with EID<17:2>
10001 = Compare bits <7:0> of byte 0 and bits <7:0> of byte 1 and bit <7> of byte 2 with EID<17:1>
10010 = Compare bits <7:0> of byte 0 and bits <7:0> of byte 1 and bits <7:6> of byte 2 with EID<17:0>
10011-11111 = Invalid selection 
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Register 21-25: CiTRmnCON: ECAN™ TX/RX Buffer m Control Register (m = 0,2,4,6; n = 1,3,5,7)

R/W-0 R-0 R-0 R-0 R/W-0 R/W-0 R/W-0 R/W-0

TXENn TXABTn TXLARBn TXERRn TXREQn RTRENn TXnPRI<1:0>
bit 15 bit 8

R/W-0 R-0 R-0 R-0 R/W-0 R/W-0 R/W-0 R/W-0
TXENm TXABTm(1) TXLARBm(1) TXERRm(1) TXREQm RTRENm TXmPRI<1:0>

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-8 See Definition for Bits 7-0, Controls Buffer n

bit 7 TXENm:  TX/RX Buffer Selection bit
1 = Buffer TRBn is a transmit buffer
0 = Buffer TRBn is a receive buffer

bit 6 TXABTm: Message Aborted bit(1)

1 = Message was aborted
0 = Message completed transmission successfully

bit 5 TXLARBm:  Message Lost Arbitration bit(1)

1 = Message lost arbitration while being sent
0 = Message did not lose arbitration while being sent

bit 4 TXERRm:  Error Detected During Transmission bit(1)

1 = A bus error occurred while the message was being sent
0 = A bus error did not occur while the message was being sent

bit 3 TXREQm:  Message Send Request bit
1 = Requests that a message be sent. The bit automatically clears when the message is successful

sent. 
0 = Clearing the bit to ‘0’ while set requests a message abort.

bit 2 RTRENm: Auto-Remote Transmit Enable bit 
1 = When a remote transmit is received, TXREQ will be set
0 = When a remote transmit is received, TXREQ will be unaffected

bit 1-0 TXmPRI<1:0>:  Message Transmission Priority bits

11 = Highest message priority
10 = High intermediate message priority
01 = Low intermediate message priority
00 = Lowest message priority

Note 1: This bit is cleared when TXREQ is set.
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Register 21-26: CiEC: ECAN™ Transmit/Receive Error Count Register

R-0 R-0 R-0 R-0 R-0 R-0 R-0 R-0

TERRCNT<7:0>
bit 15 bit 8

R-0 R-0 R-0 R-0 R-0 R-0 R-0 R-0
RERRCNT<7:0>

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-8 TERRCNT<7:0>: Transmit Error Count bits

bit 7-0 RERRCNT<7:0>: Receive Error Count bits

Register 21-27: CiRXD: ECAN™ Receive Data Register

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
Received Data Word

bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
Received Data Word

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit

R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-0 DATA<15:0>: Receive Data bits

Register 21-28: CiTXD: ECAN™ Transmit Data Register

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
Transmit Data Word

bit 15 bit 8

R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0 R/W-0
Transmit Data Word

bit 7 bit 0

Legend: C = Writable bit, but only ‘0’ can be written to clear the bit

R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-0 DATA<15:0>: Transmit Data bits
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21.4  ECAN MESSAGE BUFFERS

ECAN message buffers are located in DMA RAM. They are not ECAN Special Function Regis-
ters. The user application must directly write into the DMA RAM area that is configured for ECAN
message buffers. The location and size of the buffer area is defined by the user application.

This section provides information on how the message buffer words are organized for
transmission and reception. (See also Section 21.2 “CAN Message Formats” for message
buffer layout details and Section 21.8 “DMA Controller Configuration” for details on how to
configure ECAN message buffers in DMA RAM.)

Buffer 21-1: ECAN™ Message Buffer Word 0

U-x U-x U-x R/W-x R/W-x R/W-x R/W-x R/W-x
— — — SID10 SID9 SID8 SID7 SID6

bit 15 bit 8

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x

SID5 SID4 SID3 SID2 SID1 SID0 SRR IDE
bit 7 bit 0

Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-13 Unimplemented: Read as ‘0’
bit 12-2 SID<10:0>:  Standard Identifier bits

bit 1 SRR: Substitute Remote Request bit
1 = Message will request remote transmission 
0 = Normal message

bit 0 IDE: Extended Identifier bit
1 = Message will transmit extended identifier 
0 = Message will transmit standard identifier

Buffer 21-2: ECAN™ Message Buffer Word 1

U-x U-x U-x U-x R/W-x R/W-x R/W-x R/W-x
— — — — EID17 EID16 EID15 EID14

bit 15 bit 8

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
EID13 EID12 EID11 EID10 EID9 EID8 EID7 EID6

bit 7 bit 0

Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-12 Unimplemented: Read as ‘0’
bit 11-0 EID<17:6>: Extended Identifier bits
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Buffer 21-3: ECAN™ Message Buffer Word 2

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
EID5 EID4 EID3 EID2 EID1 EID0 RTR RB1

bit 15 bit 8

U-x U-x U-x R/W-x R/W-x R/W-x R/W-x R/W-x
— — — RB0 DLC3 DLC2 DLC1 DLC0

bit 7 bit 0

Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-10 EID<5:0>:  Extended Identifier bits
bit 9 RTR: Remote Transmission Request bit 

1 = Message will request remote transmission 
0 = Normal message

bit 8 RB1: Reserved Bit 1

User must set this bit to ‘0’ per CAN protocol.
bit 7-5 Unimplemented: Read as ‘0’
bit 4 RB0:  Reserved Bit 0

User must set this bit to ‘0’ per CAN protocol.
bit 3-0 DLC<3:0>: Data Length Code bits

Buffer 21-4: ECAN™ Message Buffer Word 3

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
Byte 1

bit 15 bit 8

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x

Byte 0
bit 7 bit 0
Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 7-0 ECAN Message byte 0
bit 15-8 ECAN Message byte 1
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Buffer 21-5: ECAN™ Message Buffer Word 4

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
Byte 3

bit 15 bit 8

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x

Byte 2
bit 7 bit 0
Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 7-0 ECAN Message byte 2
bit 15-8 ECAN Message byte 3

Buffer 21-6: ECAN™ Message Buffer Word 5

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
Byte 5

bit 15 bit 8

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x

Byte 4
bit 7 bit 0
Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 7-0 ECAN Message byte 4
bit 15-8 ECAN Message byte 5

Buffer 21-7: ECAN™ Message Buffer Word 6

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x
Byte 7

bit 15 bit 8

R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x R/W-x

Byte 6
bit 7 bit 0
Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’
-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 7-0 ECAN Message byte 6
bit 15-8 ECAN Message byte 7
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Buffer 21-8: ECAN™ Message Buffer Word 7

U-0 U-0 U-0 R/W-x R/W-x R/W-x R/W-x R/W-x
— — — FILHIT4 FILHIT3 FILHIT2 FILHIT1 FILHIT0

bit 15 bit 8

U-0 U-0 U-0 U-0 U-0 U-0 U-0 U-0

— — — — — — — —
bit 7 bit 0

Legend:
R = Readable bit W = Writable bit U = Unimplemented bit, read as ‘0’

-n = Value at POR ‘1’ = Bit is set ‘0’ = Bit is cleared x = Bit is unknown

bit 15-13 Unimplemented: Read as ‘0’

bit 12-8 FILHIT<4:0>: Filter Hit Code bits
Encodes number of filter that resulted in writing this buffer (only written by module for receive buffers,

unused for transmit buffers). 
bit 7-0 Unimplemented: Read as ‘0’
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21.5  ECAN OPERATING MODES

The ECAN module can operate in one of several modes selected by the user application. These
modes include:

• Configuration mode

• Normal Operation mode
• Listen-Only mode
• Listen All Messages mode

• Loopback mode
• Disable mode

Operating modes are requested by the user application writing to the Request Operation Mode
(REQOP<2:0>) bits in ECAN Control Register 1 (CiCTRL1<10:8>). ECAN acknowledges entry
into the requested mode by the Operation Mode (OPMODE<2:0>) bits (CiCTRL1<7:5>). Mode
transition is performed in synchronization with the CAN network. That is, the ECAN controller
waits until it detects a bus idle sequence (11 recessive bits) before it changes mode.

21.5.1 Configuration Mode

After hardware reset, the ECAN module is in the Configuration mode (OPMODE<2:0> = 100).
The error counters are cleared, and all registers contain the Reset values. In order to modify the
ECAN bit time control registers (CiCFG1 and CiCFG2), the ECAN module must be in
Configuration mode.

21.5.2 Normal Operation Mode

In Normal Operation mode, the ECAN module can transmit and receive CAN messages. Normal
Operation mode is requested after initialization by programming the REQOP<2:0> bits
(CiCTRL1<10:8>) to ‘000’. When OPMODE<2:0> = 000, the module proceeds with normal 
operation. 

21.5.3 Listen-Only Mode 

Listen-Only mode is used mainly for bus monitoring without actually participating in the
transmission process. The node in Listen-Only mode does not generate an acknowledge or error
frames – one of the other nodes must do it. The Listen-Only mode can be used for detecting the
baud rate on the CAN bus.

21.5.4 Listen All Messages Mode

Listen All Messages mode is used for system debugging. Basically, all messages are received,
irrespective of their identifier, even when there is an error. If the Listen All Messages mode is acti-
vated, transmission and reception operate the same as Normal Operation mode except that if a
message is received with an error, it is still transferred to message buffer.

21.5.5 Loopback Mode

Loopback mode is used for self test to allow the ECAN module to receive its own message. In
this mode, the ECAN transmit path is connected to the receive path internally. A “dummy”
Acknowledge is provided, thereby eliminating the need for another node to provide the
Acknowledge bit.

21.5.6 Disable Mode

Disable mode is used to ensure a safe shutdown before putting the device in Sleep or Idle mode.
That is, the ECAN controller waits until it detects a bus idle sequence (11 recessive bits) before
it changes mode. When the module is in Disable mode, it stops its own clocks, having no effect
on the CPU or other modules. The module wakes up when bus activity occurs or when the CPU
sets OPMODE<2:0> to ‘000’.

The CiTX pin stays in the recessive state while the module is in Disable mode.
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21.6  TRANSMITTING ECAN MESSAGES

A node originating a message is a transmitter of that message. The node remains a transmitter
until the bus becomes idle or the unit loses arbitration. Figure 21-8 illustrates a typical ECAN
transmission process.

Message buffers 0-7 (located in DMA RAM) are configured to transmit or receive CAN messages
using the TX/RX Buffer Selection (TXENn) bit in the corresponding ECAN TX/RX Buffer m Con-
trol Register (CiTRmnCON<7>). If the TXENn bit is set, the message buffer is configured for
transmission. See Section 21.2 “CAN Message Formats” for the layout of standard and
extended frames in the message buffer and the states of IDE, SRR, RTR, RB0 and RB1 bits for
Standard Data, Extended Data, Standard Remote or Extended remote frames as per CAN 
protocol.

21.6.1 Message Transmission Flow

To transmit a message over the CAN bus, the user application must perform these tasks:

• Configure a message buffer for transmission and assign a priority to the buffer
• Write the CAN message in the message buffer located in DMA RAM
• Set the transmit request bit for the buffer to initiate message transmission

Message transmission is initiated by setting the Message Send Request (TXREQm) bit in ECAN
Transmit/Receive Control Register (CiTRmnCON<3>). The TXREQm bit is cleared automatically
after the message is transmitted. Before the SOF is sent, all the buffers ready for transmission
are examined to determine which buffer has the highest priority. The transmit buffer with the high-
est priority is sent first. 

Each of the transmit message buffers can be assigned to any of the four user-application defined
priority levels using CiTRmnCON<TXnPRI> bits.

TXnPRI<1:0> Message Transmission Priority selections are:

11 = The transmit message has the highest priority

10 = The transmit message has intermediate high priority

01 = The transmit message has intermediate low priority

00 = The transmit message has the lowest priority

There is a natural order of priority for message buffers that are assigned to the same
user-application defined priority level. Message buffer 7 has highest natural order of priority.
User-application defined priority levels override the natural order of priority.

Figure 21-8: ECAN™ Transmission
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Example 21-1 illustrates code to transmit a standard frame using message buffer 0.

Example 21-1: Code Example for Standard Data Frame Transmission 

/* Assign 32x8word Message Buffers for ECAN1 in DMA RAM */

unsigned int ecan1MsgBuf[32][8] __attribute__(space(dma));
DMA1STA = __builtin_dmaoffset(ecan1MsgBuf);

/* Configure Message Buffer 0 for Transmission and assign priority*/

C1TR01CONbits.TXEN0 = 0x1;
C1TR01CONbits.TX0PRI = 0x3;

/* WRITE TO MESSAGE BUFFER 0 */
/* CiTRBnSID = 0bxxx1 0010 0011 1100
IDE = 0b0
SRR = 0b0
SID<10:0>= 0b100 1000 1111 */

ecan1MsgBuf[0][0] = 0x123C;

/* CiTRBnEID = 0bxxxx 0000 0000 0000
EID<17:6> = 0b0000 0000 0000 */

ecan1MsgBuf[0][1] = 0x0000;

/* CiTRBnDLC = 0b0000 0000 xxx0 1111
EID<17:6> = 0b000000
RTR = 0b0
RB1 = 0b0
RB0 = 0b0
DLC = 0b1111 */

ecan1MsgBuf[0][2] = 0x000F;

/* WRITE MESSAGE DATA BYTES */

ecan1MsgBuf[0][3] = 0xabcd;
ecan1MsgBuf[0][4] = 0xabcd;
ecan1MsgBuf[0][5] = 0xabcd;
ecan1MsgBuf[0][6] = 0xabcd;

/* REQUEST MESSAGE BUFFER 0 TRANSMISSION */

C1TR01CONbits.TXREQ0 = 0x1;
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Example 21-2 illustrates code to transmit an extended frame using message buffer 2.

Example 21-2: Code Example for Extended Data Frame Transmission

21.6.2 Aborting a Transmit Message

Setting the Abort All Pending Transmissions (ABAT) bit in ECAN Control Register 1
(CiCTRL1<12>) requests an abort of all pending messages. To abort a specific message, the
Message Send Request (TXREQm) bit (CiTRmnCON<3>) associated with that message buffer
must be cleared. In either case, the message is only aborted if the ECAN module has not started
transmitting the message on the bus. 

/* Assign 32x8word Message Buffers for ECAN1 in DMA RAM */
unsigned int ecan1MsgBuf[32][8] __attribute__(space(dma));
DMA1STA = __builtin_dmaoffset(ecan1MsgBuf);

/* Configure Message Buffer 0 for Transmission and assign priority*/

C1TR23CONbits.TXEN0 = 0x1;
C1TR23CONbits.TX0PRI = 0x2;

/* WRITE TO MESSAGE BUFFER 0 */
/* CiTRBnSID = 0bxxx1 0010 0011 1101
IDE = 0b1
SRR = 0b0
SID<10:0> : 0b100 1000 1111 */

ecan1MsgBuf[2][0] = 0x123D;

/* CiTRBnEID = 0bxxxx 1111 0000 0000
EID<17:6> = 0b1111 0000 0000 */

ecan1MsgBuf[2][1] = 0x0F00;

/* CiTRBnDLC = 0b0000 1100 xxx0 1111
EID<17:6> = 0b000011
RTR = 0b0
RB1 = 0b0
RB0 = 0b0
DLC = 0b1111 */

ecan1MsgBuf[2][2] = 0x0C0F;

/* WRITE MESSAGE DATA BYTES */

ecan1MsgBuf[2][3] = 0xabcd;
ecan1MsgBuf[2][4] = 0xabcd;
ecan1MsgBuf[2][5] = 0xabcd;
ecan1MsgBuf[2][6] = 0xabcd;

/* REQUEST MESSAGE BUFFER 0 TRANSMISSION */

C1TR23CONbits.TXREQ2 = 0x1;
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21.6.3 Remote Transmit Request/Response

21.6.3.1 REMOTE TRANSMIT REQUEST

A node expecting to receive a data frame with a specific identifier value can initiate the transmis-
sion of the respective data by another node by sending the remote frame. The remote frame can
be either in a Standard or Extended format.

A remote frame is similar to a data frame, with the following exceptions:

• The RTR bit is recessive (RTR = 1)
• There is no data field (DLC = 0)

To transmit a remote frame, the user application must perform these tasks:

• Configure the message buffer for transmission and assign a priority to the buffer.
• Write the remote frame in the appropriate message buffer. The transmitted identifier must 

be identical to the identifier of the data frame to be received.
• Set the transmit request bit for the buffer to initiate transmission of the remote frame.

21.6.3.2 REMOTE TRANSMIT RESPONSE

The node that is acting as the source to respond to the remote frame request needs to configure
an acceptance filter to match the identifier of the Remote Request Frame. Message buffers 0-7
can respond to remote requests so the Acceptance Filter Buffer Pointer (FnBP) should point to
one of the 8 message buffers. The TX/RX Buffer Selection (TXENn) and Auto-Remote Transmit
Enable (RTRENn) bits in the ECAN Transmit/Receive Control Register (CiTRmnCON) must be
set to respond to the Remote Request Frame.

This is the only case where the Acceptance Filter Buffer Pointer (FnBP) points to a message
buffer that is configured for transmission (TXENn = 1).

Figure 21-9 illustrates the remote frame handling process: 

1. ECAN Node 1 sends a Remote Transmit Request (using message buffer 1) 
2. ECAN Node 2 receives the request and responds by sending the data frame (using 

message buffer 7) 
3. The data frame is received by ECAN Node 1

4. The data frame is stored in message buffer 14 of ECAN Node 1
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3. CiBUFPNTm <FnBP> should be pointing to a transmit buffer in case of remote transmission.
4. CiTRmnCON<RTREN> should be set so that, when a remote transmit is received, the CiTRmnCON<TXREQ> b
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Example  illustrates the code required to transmit an extended remote frame using message
buffer 2.

Example 21-3: Code Example for Transmitting Extended Remote Frame

/* Assign 32x8word Message Buffers for ECAN1 in DMA RAM */

unsigned int ecan1MsgBuf[32][8] __attribute__(space(dma));
DMA1STA = __builtin_dmaoffset(ecan1MsgBuf);

/* Configure Message Buffer 0 for Transmission and assign priority*/

C1TR23CONbits.TXEN0 = 0x1;
C1TR23CONbits.TX0PRI = 0x2;

/* WRITE TO MESSAGE BUFFER 0 */
/* CiTRBnSID = 0bxxx1 0010 0011 1111
IDE = 0b1
SRR = 0b1
SID<10:0> : 0b100 1000 1111 */

ecan1MsgBuf[2][0] = 0x123F;

/* CiTRBnEID = 0bxxxx 1111 0000 0000
EID<17:6> = 0b1111 0000 0000 */

ecan1MsgBuf[2][1] = 0x0F00;

/* CiTRBnDLC = 0b0000 1110 xxx0 1111
EID<17:6> = 0b000011
RTR = 0b1
RB1 = 0b0
RB0 = 0b0
DLC = 0b1111 */

ecan1MsgBuf[2][2] = 0x0E0F;

/* THERE ARE NO DATA BYTES FOR A REMOTE MESSAGE */
/* REQUEST MESSAGE BUFFER 0 TRANSMISSION */

C1TR23CONbits.TXREQ2 = 0x1;
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21.7  RECEIVING ECAN MESSAGES

The ECAN module can receive both standard and extended frames on the CAN bus node. More-
over, it has the additional capability of automatically transferring received messages to
user-defined buffers in DMA RAM, thereby eliminating the need for the user application to explic-
itly copy messages from hardware registers to user-defined buffers. The storage format of each
message within the DMA buffer is identical to that of transmit buffers, with each message 
(including the associated status register) occupying 8 words in DMA RAM.

The two main stages that constitute the ECAN reception process are described below, with a
simplified reception process example illustrated in Figure 21-10 and Figure 21-13.

21.7.1 Message Reception and Acceptance Filtering

As shown in Figure 21-10, every incoming message on the bus is received into a Message
Assembly Buffer, and its identifier field is compared with a set of 16 user-defined acceptance fil-
ters. Each received standard data frame contains an 11-bit Standard Identifier (SID), and each
extended data frame contains an 11-bit Standard Identifier (SID), and an 18-bit Extended Identi-
fier (EID). If all bits in the incoming identifier completely match the corresponding bits in any of
the acceptance filters, the ECAN module generates a DMA transfer request to the DMA 
Controller so that the message can be received into the appropriate buffer in DMA RAM.

Figure 21-10: Message Reception and Acceptance Filtering 

SID EID  

Word 0
Word 1
Word 2
Word 3
Word 4
Word 5
Word 6
Word 7

Filter 0
Filter 1
Filter 2
Filter 3
Filter 4
Filter 5
Filter 6
Filter 7
Filter 8
Filter 9
Filter 10
Filter 11
Filter 12
Filter 13
Filter 14
Filter 15

Identifier
Comparison

ECAN™ Data Frames

Filter Match (DMA Transfer Request)

Message
Assembly
Buffer

Acceptance 
Filters (0-15)

User-Defined
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21.7.1.1 ACCEPTANCE FILTERS

Figure 21-11 shows the incoming message identifier being compared with filter/mask bits for
standard frames. Figure 21-12 shows the incoming message identifier being compared with
filter/mask bits for extended frames.

Figure 21-11: Acceptance Filtering for a Standard Message

Figure 21-12: Acceptance Filtering for a Extended Message

Acceptance filters 0-15 can be individually enabled or disabled using the Enable Filter (FLTENn)
bits in the ECAN Acceptance Filter Enable (CiFEN1<15:0>) register. The value of ‘n’ signifies the
register bit and corresponds to the index of the acceptance filter.

Acceptance filters 0-15 specify identifiers that must be contained in an incoming message for its
contents to be passed to a receive buffer. Each of these filters consists of two registers – one for
Standard Identifiers and the other for Extended Identifiers. These registers are identified as:

• CiRXFnSID: ECAN Acceptance Filter n Standard Identifier register (where n = 0-15) 
• CiRXFnEID: ECAN Acceptance Filter n Extended Identifier register (where n = 0-15) 
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21.7.1.2 ACCEPTANCE FILTER MASKS

As shown in Figure 21-11 and Figure 21-12, an acceptance filter mask determines which bits in
the incoming message identifiers are examined with the acceptance filters.

Acceptance filters optionally select one of the Acceptance filter masks using the Mask Source
Select (FnMSK<1:0>) mask select bits in the CiFMSKSEL1 and CiFMSKSEL2 registers: 

• CiFMSKSEL1<FnMSK>: Mask Selection for Filters 0-7

• CiFMSKSEL2<FnMSK>: Mask Selection for Filters 8-15

The selection values for the FnMSK<1:0> bit are:

Table 21-1 is a truth table that indicates how each bit in the identifier is compared to the masks
and filters to determine if the message should be accepted or rejected. The mask bit essentially
determines which bits to apply the filter to. If any mask bit is set to a zero, that bit is automatically
accepted, regardless of the filter bit.

21.7.1.3 MESSAGE TYPE SELECTION

The Extended Identifier Enable (EXIDE) bit in the ECAN Acceptance Filter n Standard Identifier
(CiRXFnSID<3>) register enables reception of either Standard Identifier or Extended Identifier
messages. The Identifier Receive Mode (MIDE) bit in the ECAN Acceptance Filter Mask n Stan-
dard Identifier (CiRXMnSID<3>) register enables the CiRXFnSID<EXIDE> bit. If the
CiRXMnSID<MIDE> bit is set, only the type of message selected by the CiRXFnSID<EXIDE> bit
is accepted. If CiRXMnSID<MIDE> is clear, the CiRXFnSID<EXIDE> bit is ignored and all
messages that match the filter are accepted.

Value Selection

00 Select acceptance filter mask 0

01 Select acceptance filter mask 1

10 Select acceptance filter mask 2

11 Do not select an acceptance filter mask

Table 21-1: Acceptance Filter/Mask Truth Table

Mask (SIDn/EIDn) Filter (SIDn/EIDn) Message (SIDn/EIDn) Accept or Reject bit n

0 x x Accept
1 0 0 Accept

1 0 1 Reject
1 1 0 Reject
1 1 1 Accept

EXIDE MIDE Selection

0 1 Acceptance filter to check for standard identifier

1 1 Acceptance filter to check for extended identifier

x 0 Acceptance filter to check for standard/extended identifier
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21.7.1.4 ACCEPTANCE FILTER CONFIGURATION 

Example 21-4 illustrates the code used to configure acceptance filter 0 to receive Standard
Identifier messages using the acceptance filter mask register to mask SID<2:0> bits

Example 21-4: Code Example For Filtering Standard Data Frame

/* Enable Window to Access Acceptance Filter Registers */
C1CTRL1bits.WIN=0x1;

/* Select Acceptance Filter Mask 0 for Acceptance Filter 0 */
C1FMSKSEL1bits.F0MSK=0x0;

/* Configure Acceptance Filter Mask 0 register to mask SID<2:0>
Mask Bits (11-bits) : 0b000 0000 0111 */
C1RXM0SIDbits.SID = 0x0007;

/* Configure Acceptance Filter 0 to match standard identifier
Filter Bits (11-bits): 0b011 1010 xxx */
C1RXF0SIDbits.SID = 0x01D0;

/* Acceptance Filter 0 to check for Standard Identifier */
C1RXM0SIDbits.MIDE = 0x1;
C1RXF0SIDbits.EXIDE= 0x0;

/* Acceptance Filter 0 to use Message Buffer 10 to store message */
C1BUFPNT1bits.F0BP = 0xA;

/* Filter 0 enabled for Identifier match with incoming message */
C1FEN1bits.FLTEN0=0x1;

/* Clear Window Bit to Access ECAN Control Registers */
C1CTRL1bits.WIN=0x0;
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Example 21-5 illustrates the code used to configure acceptance filter 2 to receive Extended
Identifier messages using the acceptance filter mask register to mask EID<5:0> bits.

Example 21-5: Code Example for Filtering Extended Data Frame

/* Select Acceptance Filter Mask 1 for Acceptance Filter 2 */

C1FMSKSEL1bits.F2MSK=0x1;

/* Configure Acceptance Filter Mask 1 register to mask EID<5:0>
Mask Bits (29-bits) : 0b0 0000 0000 0000 0000 0000 0011 1111
SID<10:0> : 0b00000000000 ..SID<10:0> or EID<28:18>
EID<17:16> : 0b00 ..EID<17:16>
EID<15:0> : 0b0000000000111111 ..EID<15:0> */

C1RXM1SIDbits.SID = 0x0;
C1RXM1SIDbits.EID = 0x0;
C1RXM1EIDbits.EID = 0x3F;

/* Configure Acceptance Filter 2 to match extended identifier
Filter Bits (29-bits) : 0b1 1110 0000 0011 1111 0101 10xx xxxx
SID<10:0> : 0b11110000000 ..SID<10:0> or EID<28:18>
EID<17:16> : 0b11 ..EID<17:16>
EID<15:0> : 0b1111010110xxxxxx ..EID<15:0> */

C1RXF2SIDbits.SID = 0x780;
C1RXF2SIDbits.EID = 0x3;
C1RXM2EIDbits.EID = 0xF680;

/* Acceptance Filter 2 to check for Extended Identifier */

C1RXM1SIDbits.MIDE = 0x1;
C1RXF2SIDbits.EXIDE= 0x1;

/* Acceptance Filter 2 to use Message Buffer 5 to store message */

C1BUFPNT1bits.F2BP = 0x6;

/* Enable Acceptance Filter 2 */

C1FEN1bits.FLTEN1=0x1;
© 2007 Microchip Technology Inc. DS70185A-page 21-45
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21.7.2 Buffer Selection and DMA Transfer

As shown in Figure 21-13, if a filter match occurs, a DMA transfer request is generated by the
ECAN module to the DMA Controller to automatically copy the received message into the appro-
priate message buffer in a user-defined DMA RAM area. The ECAN module supports up to 32
message buffers. The user application can use DMA Buffer Size (DMABS<2:0>) bits in the ECAN
FIFO Control (CiFCTRL<15:13>) register to select either 4, 6, 8, 12, 16, 24 or 32 message buff-
ers. The selection of the receive buffer index (and therefore the DMA RAM addresses in which
a message is written by the DMA Controller) is dependent on which filter matched the incoming
identifier, and is user-configurable. The DMA Controller moves the data into the appropriate
addresses in the DMA RAM area and generates a DMA interrupt after the user-specified number
of words are transferred. Please refer to Section 21.8 “DMA Controller Configuration” for
more details on DMA channel configuration for ECAN data transfers.

Figure 21-13: Buffer Selection and DMA Transfer

21.7.2.1 BUFFER SELECTION

There are four Acceptance Filter Buffer Pointer registers that select which message buffer the
received message is stored into for acceptance filters 0 to 15.

• CiBUFPNT1<FnBP>: Buffer pointer for acceptance filters 0-3
• CiBUFPNT2<FnBP>: Buffer pointer for acceptance filters 4-7

• CiBUFPNT3<FnBP>: Buffer pointer for acceptance filters 8-11
• CiBUFPNT4<FnBP>: Buffer pointer for acceptance filters 12-15
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When the incoming message identifier is matched by one of the acceptance filters, the internal
logic looks up the buffer pointer (FnBP<3:0>) and uses that as an address for the corresponding
message buffer. The address is provided to the DMA channel by the peripheral. Hence the DMA
channel must be configured in Peripheral Indirect mode.

The values for FnBP<3:0> are interpreted as follows:

21.7.2.2 RECEIVING MESSAGES INTO MESSAGE BUFFERS 0-7

Message buffers 0-7 can be configured to transmit or receive CAN messages using the TX/RX
Buffer Selection (TXENm) bit in the ECAN TX/RX Buffer m Control Register (CiTRmnCON<7>).
The Acceptance Filter Buffer Pointer (FnBP) selects one of the message buffers to store received
message, provided it is configured as a receive buffer (TXENm = 0).

If a message buffer is set up as a transmitter with the CiTRmnCON<RTRENn> bit set, and an
acceptance filter pointing to that message buffer detects a message, the message buffer will han-
dle the RTR rather than store the message. This is the only case where the Acceptance Filter
Buffer Pointer (FnBP) points to a message buffer that is configured for transmission (TXENn = 1).

21.7.2.3 RECEIVING MESSAGES INTO MESSAGE BUFFERS 8-14

Message buffers 8-14 are receive buffers. The Acceptance Filter Buffer Pointer (FnBP)
determines which message buffer to use.

21.7.2.4 RECEIVING MESSAGES INTO MESSAGE BUFFERS 15-31

Message buffers 15-31 are receive buffers and are only usable as FIFO buffers because the
Acceptance Filter Buffer Pointer (FnBP<3:0>) bits can only directly address 16 entities. When
FnBP<3:0> = 1111, the results of a hit on that filter will write to the next available buffer location
within the FIFO.

21.7.2.5 RECEIVE BUFFER STATUS BITS

The receive buffers contain two status bits per message buffer, the Message Buffer Full Flag
(RXFULn) and the Message Buffer Overflow Flag (RXOVFn). These status bits are grouped into
registers for buffer-full status and buffer-overflow status.

• CiRXFUL1<RXFULn>: Receive buffer full status for message buffers 0-15

• CiRXFUL2<RXFULn>: Receive buffer full status for message buffers 16-31
• CiRXOVF1<RXOVFn>: Receive buffer overflow status for message buffers 0-15
• CiRXOVF2<RXOVFn>: Receive buffer overflow status for message buffers 16-31

When a received message is stored into a message buffer, the respective Buffer Full Flag
(RXFULn) is set in the Receive Buffer Full register, and a received buffer interrupt
(CiINTF<RBIF>) is generated. If an incoming message caused a filter match, and the message
buffer assigned to the matching filter is full (i.e., the RXFULn bit associated with that buffer is

0000 Message is received in message buffer 0

0001 Message is received in message buffer 1

…..

1110 Message is received in message buffer 14

1111 Message is received in Receive FIFO Buffer

Note: Multi-message buffering can be implemented by a user application by configuring
multiple acceptance filters with the same value. In this case, a received message
may match multiple filters, and the ECAN module will assign the message to the
lowest-numbered matching filter pointing to an empty buffer. 
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already ‘1’), the corresponding RXOVFn bit (where ‘n’ is the number of the message buffer asso-
ciated with that buffer) is set and a received buffer overflow interrupt is generated 
(CiINTF<RBOVIF>). The message is lost. 

21.7.3 FIFO Buffer Operation

The ECAN module supports up to 32 message buffers. The user application can employ the DMA
Buffer Size (DMABS<2:0>) bits in the ECAN FIFO Control (CiFCTRL) register to specify 4, 6, 8,
12, 16, 24 or 32 message buffers. The FIFO Start Area (FSA<4:0>) bits (CiFCTRL<4:0>)are
used to specify the start of the FIFO within the buffer area. The end of FIFO is based on the 
number of message buffers defined in the DMABS<2:0> bits. 

The user application should not allocate a FIFO area that contains transmit buffers. Should this
condition occur, the module will attempt to point to the transmit buffer, but when a message is
received for that buffer, an overflow condition will cause the message contents to be lost.

Figure 21-14 shows that one of the message acceptance filters is set to store a received mes-
sage in FIFO (FnBP = 1111). The start of FIFO is set to message buffer 5 (CiFCTRL<FSA> =
00101) and the end of FIFO is set to message buffer 11 (CiFCTRL<DMABS> = 011) by 
allocating 12 message buffers. 

Figure 21-14: Receiving Messages in FIFO

Note: If multiple filters match the identifier of the incoming message, and all the message
buffers assigned to all the matching filters are full, the RXOVFn bit corresponding
to the lowest numbered matching filter is set. 
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21.7.3.1 RECEIVING MESSAGES INTO FIFO AREA

The acceptance filter stores the received message in the FIFO area when FnBP<3:0> = 1111.
It uses a simple buffer pointer, beginning with the start of the FIFO as defined above, and
incrementing sequentially through the set of buffers within the FIFO area. When the end of the
buffer is reached, the counter wraps and points to the start of FIFO area.

The write pointer value is accessible and (only) readable by the application software in the
CiFIFO<FBP> bits. When the message is stored in the buffer, the RXFUL bit associated with the
buffer is set, and the FIFO buffer counter increments. 

If the FBP<5:0> value points to a buffer, and the RXFUL bit associated with that buffer is already
‘1’ at the time of the filter hit and before writing of the message contents, the RXOVL bit
associated with that buffer is set and the message is lost. After the message is lost, the FBP<5:0>
value increments normally.

If the FBP<5:0> value points to a transmit/receive buffer that is selected as a transmit buffer at
the time of the filter hit and before writing of the message contents, the RXOVL bit associated
with that buffer is set and the message is lost. After the message is lost, the FBP<5:0> value
increments normally.

The application software unloads the FIFO by reading the contents of a buffer. Once the buffer
location is read, the application software clears the RXFUL bit corresponding to that buffer. When
an RXFUL bit is cleared, the number of that corresponding buffer, plus one, is written to the
CiFIFO <FNRB> bits by the module. Application software can (only) read this value, left shift it
by 4 bits and use it as an address offset for the next buffer to be read. The application software
should read the buffers sequentially.

The module generates an interrupt condition if the FIFO is about to fill. This condition is computed
mathematically as shown in Equation 21-1.

Equation 21-1: FIFO Interrupt Calculation

The interrupt is generated as the RXFUL bit is set for the buffer just written and after the FBP bit
has been updated. The computation uses the updated FBP value.

21.7.4 FIFO Example

Figure 21-15 illustrates several examples of FIFO operation. The cases illustrated assume that
Start of FIFO is set to message buffer 5 (CiFCTRL<FSA> = 101) and End of FIFO is set to 
message buffer 11 (CiFCTRL<DMABS> = 011).

Case 1 is the initialized case of the FIFO before any messages are received. The FIFO Buffer
Pointer points to message buffer 5 (FRB = 5), and the FIFO Next Read Buffer Pointer points to
message buffer 6 (FNRB = 5)

Case 2 shows the FIFO after one message has been received and transferred to message buffer
5. The FIFO Buffer Pointer is incremented (FBP = 6), and the RXFUL status bit for message
buffer 5 is set (RXFUL = 1)

Case 3 shows the FIFO after the sixth received message. The FIFO Buffer Pointer points to the
last location in the FIFO area (FBP = 5 + 6 = 11), and the FIFO Next Read Pointer points to start
of FIFO (FNRB = 5). In this case, FIFO is almost fill and will generate a FIFO interrupt.

Case 4 shows the FIFO after the application software reads the first received message. When
the application software clears the RXFUL status bit for message buffer 5, the module writes the
FIFO Next Read Buffer Pointer with MB5 plus 1 (FNRB = 5 + 1 = 6).

Case 5 shows the FIFO after the seventh message has been received and written to message
buffer 11. The RXFUL status bit for message buffer 11 is set (RXFUL = 1). Instead of
incrementing, the FIFO Buffer Pointer is reloaded with the FIFO Start address (FBP = FSA = 5).
Note that FBP is now mathematically one less than FNRB, which is the condition that will
generate the FIFO interrupt at the time the RXFUL status bit is set for message buffer 11.

FNRB - FBP = 1

or

(FNRB = START) AND (FBP = END)
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Case 6 shows the FIFO after the eighth message has been received and written to message
buffer 5. Now the FIFO is full. There is no interrupt signalled for this condition.

Case 7 shows the FIFO after the ninth received message. Now the FIFO has overflowed. The
module will set the RXOVL bit for the buffer intended for writing. The message will be lost. The
module will generate a receive overflow interrupt.

Figure 21-15: Example of FIFO Operation

MB 11 – RXFUL = 0

MB 10 – RXFUL = 0

MB 9 – RXFUL = 0

MB 8 – RXFUL = 0
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MB 9 – RXFUL = 1
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MB 5 – RXFUL = 0

MB 11 – RXFUL = 1

MB 10 – RXFUL = 1

MB 9 – RXFUL = 1

MB 8 – RXFUL = 1

MB 7 – RXFUL = 1

MB 6 – RXFUL=1 RXOVL=1

MB 5 – RXFUL = 1

MB 11 – RXFUL = 1

MB 10 – RXFUL = 1

MB 9 – RXFUL = 1

MB 8 – RXFUL = 1

MB 7 – RXFUL = 1

MB 6 – RXFUL = 1

MB 5 – RXFUL = 1

MB 11 – RXFUL = 1

MB 10 – RXFUL = 1

MB 9 – RXFUL = 1

MB 8 – RXFUL = 1

MB 7 – RXFUL = 1

MB 6 – RXFUL = 1

MB 5 – RXFUL = 0

Case 1: FIFO at Start Case5: FIFO 7th Write
(About to Fill)

Case 6: FIFO 8th Write FIFO Full

FNRB = 6

FBP = 5

FNRB = 6, FBP = 6

Case 7: FIFO 9th Write
FIFO Overflow

FBP = 7
FNRB = 6

FNRB = 6

FBP = 11

Case 4: FIFO 1st Read

FNRB = 5

FBP = 11

FBP = 6

FNRB = 5

FNRB = 5, FBP = 5

Case 2: FIFO 1st Write

Case 3: FIFO 6th Write

Shaded message buffers indicate the presence of a 

(About to Fill)

MBn represents message buffers 5-11. 

‘Write’ signifies that a message is stored in the FIFO message buffer and the RXFUL flag associated with that buffer is set.

‘Read’ signifies that the application software unloads the FIFO message buffer by reading the contents of that buffer. Once the 
buffer location is read, the application software clears the RXFUL bit corresponding to that buffer.

received message ready to be read by the user application.

Note: 
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21.7.5 DeviceNet™ Filtering

The DeviceNet filtering feature is based on CAN 2.0A protocol in which up to 18 bits of the data
field can be compared with the Extended Identifier (EID) of the message acceptance filter in 
addition to the Standard Identifier (SID).

The DeviceNet feature is enabled or disabled by the DeviceNet Filter Bit Number (DNCNT<4:0>)
control bits in ECAN Control Register 2 (CiCTRL2<4:0>). The value specified in the DNCNT field
determines the number of data bits to be used for comparison with the EID bits of the message
acceptance filter. If the CiCTRL2<DNCNT> bits are cleared, the DeviceNet feature is disabled.

For a message to be accepted, the 11-bit SID must match the SID<10:0> bits in the message
acceptance filter and the first 'n' data bits in the message should match the EID<17:0> bits in the
message acceptance filter. For example, as shown in Figure 21-16, the first 18 data bits of the
received message are compared with the corresponding identifier bits (EID<17:0>) of the 
message acceptance filter.

Figure 21-16: ECAN™ Operation with DeviceNet™ Filtering

SID10 SID9

S
O
F

IDENTIFIER
11 Bits

EOF
7 Bits 3 Bits

SID0

Accept/Reject Message

IFSDATA BYTE 0 DATA BYTE 1 DATA BYTE 2

7 6 5 4 3 2 1 0 7 6 5 4 3 2 1 0 7 6 5 4 3 2 1 0

Data Byte 0 Data Byte 1 Data Byte 2MESSAGE SID<10:0>

SID10 SID9 SID0 EID17 EID16 EID10 EID9 EID8 EID2 EID1 EID0

STANDARD MESSAGE DATA FRAME

MESSAGE ACCEPTANCE FILTER
SID<10:0>

MESSAGE ACCEPTANCE FILTER
EID<0:17>

Note: The DeviceNet™ filtering configuration shown for EID bits is DNCNT<4:0> = 10010
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21.7.5.1 FILTER COMPARISONS

Table 21-2 shows the filter comparisons configured by the CiCTRL2(DNCNT<4:0>) control bits.
For example, if DNCNT<4:0> = 00011, only a message in which the 11-bit Standard Identifier
matches the SID acceptance filter (SID<10:0>) and bits 7, 6 and 5 of Data Byte 0 match the
Extended Identifier filter (EID<0:2>) is accepted.

21.7.5.2 SPECIAL CASES 

There may be special cases when the message contains fewer data bits than are called for by
the DeviceNet filter configuration. 

Case 1 – If DNCNT <4:0> is greater than 18, indicating that the user application selected a num-
ber of bits greater than the total number of EID bits, the filter comparison terminates with the 18th
bit of the data (bit 6 of data byte 2). If the SID and all 18 data bits match, the message is accepted.

Case 2 – If DNCNT<4:0> is greater than 16, and the received message Data Length Code (DLC)
is 2 (indicating a payload of two data bytes), the filter comparison terminates with the 16th bit of
data (bit 0 of data byte 1). If the SID and all 16 bits match, the message is accepted.

Case 3 – If DNCNT<4:0> is greater than 8, and the received message has DLC = 1 (indicating
a payload of one data byte), the filter comparison terminates with the 8th bit of data (bit 0 of data
byte 0). If the SID and all 8 bits match, the message is accepted.

Case 4 – If DNCNT<4:0> is greater than 0, and the received message has DLC = 0, indicating
no data payload, the filter comparison terminates with the Standard Identifier. If the SID matches,
the message is accepted.

Table 21-2: DeviceNet™ Filter Bit Configurations

 DeviceNet™ Filter 
Configuration 
(DNCNT<4:0>)

Received Message Data Bits to be Compared 
(Byte<bits>)

EID Bits Used for 
Acceptance 

Filter 

00000 No comparison No comparison

00001 Data Byte 0<7> EID<17>
00010 Data Byte 0<7:6> EID<17:16>
00011 Data Byte 0<7:5> EID<17:15>

00100 Data Byte 0<7:4> EID<17:14>
00101 Data Byte 0<7:3> EID<17:13>
00110 Data Byte 0<7:2> EID<17:12>

00111 Data Byte 0<7:1> EID<17:11>
01000 Data Byte 0<7:0> EID<17:10>
01001 Data Byte 0<7:0> and Data Byte 1<7> EID<17:9>

01010 Data Byte 0<7:0> and Data Byte 1<7:6> EID<17:8>
01011 Data Byte 0<7:0> and Data Byte 1<7:5> EID<17:7>
01100 Data Byte 0<7:0> and Data Byte 1<7:4> EID<17:6>

01101 Data Byte 0<7:0> and Data Byte 1<7:3> EID<17:5>
01110 Data Byte 0<7:0> and Data Byte 1<7:2> EID<17:4>
01111 Data Byte 0<7:0> and Data Byte 1<7:1> EID<17:3>

10000 Data Byte 0<7:0> and Data Byte 1<7:0> EID<17:2>
10001 Byte 0<7:0> and Byte 1<7:0> and Byte 2<7> EID<17:1>
10010 Byte 0<7:0> and Byte 1<7:0> and Byte 2<7:6> EID<17:0>

10011 to 11111 Invalid Selection Invalid Selection
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21.8  DMA CONTROLLER CONFIGURATION

The ECAN module uses a portion of DMA RAM for message buffers to support both transmission
and reception of CAN messages. The number of message buffers to be used by the ECAN mod-
ule is specified by the DMA Buffer Size (DMABS<2:0>) bits in the ECAN FIFO Control
(CiFCTRL<15:13>) register. The DMAxSTA register in the DMA controller defines the start of the
CAN buffer area. The DMA controller moves data between ECAN and the DMA message buffers
without CPU intervention. 

The DMA controller provides eight channels for data transfer between DMA RAM the dsPIC33F
peripherals that are DMA ready. Two DMA channels are needed to support both CAN message
transmission and reception. Each channel has a request register (DMAxREQ) to assign an event
based on which message transfer occurs.

An example showing the use of DMA Channel 4 to access the ECAN buffers is illustrated
inFigure 21-17.

Figure 21-17: ECAN™ Message Buffer Memory Usage

Event IRQ Number to initialize DMAxREQ register

ECAN1 Reception 34

ECAN1 Transmission 70

ECAN2 Reception 55

ECAN2 Transmission 71

16 Bits

MSb LSb

&_DMA_BASE

Message Buffer 0

Message Buffer 31

&_DMA_BASE + DMA4STA

Data Memory Map
DMA RAM

SFR Space

X Data RAM

Y Data RAM 

DMA RAM

X Data
Unimplemented

Note: Refer to the specific device data sheet for information on the DMA base address
© 2007 Microchip Technology Inc. DS70185A-page 21-53



dsPIC33F Family Reference Manual
21.8.1 DMA Operation for Transmitting Data

The user application selects a message for transmission by setting the Message Send Request
(TXREQ) bit in the ECAN TX/RX Buffer m Control (CiTRmnCON<3>) register. The ECAN con-
troller uses DMA to read the message from the message buffer and transmit the message. The
ECAN module generates a transmit data interrupt to start a DMA cycle. In response to the inter-
rupt, the DMA channel that is configured for ECAN message transmission reads from the mes-
sage buffer in DMA RAM and stores the message in the ECAN Transmit Data (CiTXD) register.
Eight words are transferred for every message transmitted by the ECAN controller. The detailed
layout of the transmit message buffer is given in Section 21.2 “CAN Message Formats”. Sam-
ple code for configuring the DMA channel for ECAN 1 transmission is shown in Example 21-6.

Example 21-6: DMA Channel 0 Configuration for ECAN1 Transmission

Note: Please refer to Section 22 “Direct Memory Access (DMA)” for more information
on how to configure the DMA Controller. Check for the most recent documentation
on the Microchip web site at www.microchip.com.

/* Data Transfer Size: Word Transfer Mode */
DMA0CONbits.SIZE = 0x0;

/* Data Transfer Direction: DMA RAM to Peripheral */
DMA0CONbits.DIR = 0x1;

/* DMA Addressing Mode: Peripheral Indirect Addressing mode */
DMA0CONbits.AMODE = 0x2;

/* Operating Mode: Continuous, Ping-Pong modes disabled */
DMA0CONbits.MODE = 0x0;

/* Assign ECAN1 Transmit event for DMA Channel 0 */
DMA0REQ = 70;

/* Set Number of DMA Transfer per ECAN message to 8 words */
DMA0CNT = 7;

/* Peripheral Address: ECAN1 Transmit Register */
DMA0PAD = &C1TXD;

/* Start Address Offset for ECAN1 Message Buffer 0x0000 */
DMA0STA = 0x0000;

/* Channel Enable: Enable DMA Channel 0 */
DMA0CONbits.CHEN = 0x1;

/* Channel Interrupt Enable: Enable DMA Channel 0 Interrupt */
IEC0bits DMA0IE = 1;
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21.8.2 DMA Operation for Receiving Data

When the ECAN controller completes a received message (8 words), the completed message is
transferred to a message buffer in DMA RAM by the DMA. The ECAN module generates a
receive data interrupt to start a DMA cycle. In response to this interrupt, the DMA channel that is
configured for ECAN message reception reads from the ECAN Receive Data (CiRXD) register
and stores the message in the DMA RAM buffer. Eight words are transferred for every message
that is received by the ECAN controller. The detailed layout of the received message is given in
“Section 21.2 “CAN Message Formats” Sample code for configuring the DMA channel for
ECAN1 reception is shown in Example 21-7

Example 21-7: DMA Channel 1 Configuration for ECAN1 Reception

Note: Please refer to the DMA chapter for more information on how to configure the DMA
Controller.

/* Data Transfer Size: Word Transfer Mode */
DMA1CONbits.SIZE = 0x0;

/* Data Transfer Direction: Peripheral to DMA RAM */
DMA1CONbits.DIR = 0x0;

/* DMA Addressing Mode: Peripheral Indirect Addressing mode */
DMA1CONbits.AMODE = 0x2;

/* Operating Mode: Continuous, Ping-Pong modes disabled */
DMA1CONbits.MODE = 0x0;

/* Assign ECAN1 Receive event for DMA Channel 0 */
DMA1REQ = 34;

/* Set Number of DMA Transfer per ECAN message to 8 words */
DMA1CNT = 7;

/* Peripheral Address: ECAN1 Receive Register */
DMA1PAD = &C1RXD;

/* Start Address Offset for ECAN1 Message Buffer 0x0000 */
DMA1STA = 0x0000;

/* Channel Enable: Enable DMA Channel 1 */
DMA1CONbits.CHEN = 0x1;

/* Channel Interrupt Enable: Enable DMA Channel 1 Interrupt */
IEC0bits.DMA1IE = 1;
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21.9  BIT TIMING

The nominal bit rate is the number of bits per second transmitted on the CAN bus. 

Nominal bit time = 1 ÷ Nominal Bit Rate.

There are four time segments in a bit time to compensate for any phase shifts due to oscillator
drifts or propagation delays. These time segments do not overlap each other and are
represented in terms of Time Quantum (TQ). One TQ is a fixed unit of time derived from the
oscillator clock. The total number of time quanta in a nominal bit time must be programmed
between 8 and 25 TQ.

Figure 21-18 shows how the time quanta clock (FTQ) is obtained from the system clock and also
how the different time segments are programmed.

Figure 21-18: ECAN™ Bit Timing 

21.9.1 Bit Segments

Each bit transmission time consists of four time segments:

• Synchronization Segment – This time segment synchronizes the different nodes con-
nected on the CAN bus. A bit edge is expected to be within this segment. Based on CAN 
protocol, the Synchronization Segment is assumed to be one Time Quantum.

• Propagation Segment – This time segment compensates for any time delay that may 
occur due to the bus line or due to the various transceivers connected on that bus.

• Phase Segment 1 – This time segment compensates for errors that may occur due to 
phase shift in the edges. The time segment may be lengthened during resynchronization to 
compensate for the phase shift.

• Phase Segment 2 – This time segment compensates for errors that may occur due to 
phase shift in the edges. The time segment may be shortened during resynchronization to 
compensate for the phase shift. The Phase Segment 2 time can be configured to be either 
programmable or specified by the Phase Segment 1 time.
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21.9.2 Sample Point

The sample point is the point in a CAN bit time interval where the sample is taken and the bus
state is read and interpreted. It is situated between Phase Segment 1 and Phase Segment 2.
The CAN bus can be sampled once or three times at the sample point, as configured by the Sam-
ple CAN bus Line (SAM) bit in ECAN Baud Rate Configuration Register (CiCFG2<6>).

• If CiCFG2<SAM> = 1, the CAN bus is sampled three times at the sample point. The most 
common of the three samples determines the bit value.

• If CiCFG2<SAM> = 0, the CAN bus is sampled only once at the sample point. 

21.9.3 Synchronization

Two types of synchronization are used – Hard Synchronization and Resynchronization. A Hard
Synchronization occurs once at the start of a frame. Resynchronization occurs inside a frame.

• Hard synchronization takes place on the recessive-to-dominant transition of the start bit. 
The bit time is restarted from that edge.

• Resynchronization takes place when a bit edge does not occur within the Synchronization 
Segment in a message. One of the Phase Segments is shortened or lengthened by an 
amount that depends on the phase error in the signal. The maximum amount that can be 
used is determined by the Synchronization Jump Width parameter (CiCFG1<SJW>).

The length of Phase Segment 1 and Phase Segment 2 can be changed depending on oscillator
tolerances of the transmitting and receiving node. Resynchronization compensates for any
phase shifts that may occur due to the different oscillators used by the transmitting and receiving
nodes.

• Bit Lengthening – If the transmitting node in ECAN has a slower oscillator than the receiv-
ing node, the next falling edge, and hence the sample point, can be delayed by lengthening 
Phase Segment 1 in the bit time.

• Bit Shortening – If the transmitting node in ECAN has a faster oscillator than the receiving 
node, then the next falling edge, and hence the sample point of the next bit, can be reduced 
by shortening the Phase Segment 2 in the bit time.

• Synchronization Jump Width (SJW) – The SJW <1:0> bits in ECAN Baud Rate 
Configuration Register (CiCFG1<7:6>) determine the synchronization jump width by limit-
ing the amount of lengthening or shortening that can be applied to the Phase Segment 1 
and Phase Segment 2 time intervals. This segment should not be longer than Phase 
Segment 2 time. The width can be 1-4 TQ.

21.9.4 ECAN Bit Time Calculations 

The steps that need to be performed by the user application to configure the bit timing for the
ECAN module are described below, with examples.

21.9.4.1 STEP 1: SELECT THE ECAN MODULE CLOCK FREQUENCY 

Select the ECAN module clock frequency (FCAN) using CiCTRL1<CANCKS> bits. 

• If CiCTRL1<CANCKS> = 0, FCAN = FOSC

• If CiCTRL1<CANCKS> = 1, FCAN = FCY

21.9.4.2 STEP 2: CALCULATE THE TIME QUANTUM FREQUENCY (FTQ) 

• Select the Baud Rate for the CAN Bus (FBAUD). 
• Select the number of tIme quanta in a bit time, based on your system requirements

Note: Make sure that FCAN does not exceed 40 MHz.
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The Time Quantum Frequency (FTQ) is given by

21.9.4.3 STEP 3: CALCULATE THE BAUD RATE PRESCALER (CICFG1<BRP>)

The baud rate prescaler is given by the equation 

21.9.4.4 STEP 4: SELECT THE INDIVIDUAL BIT TIME SEGMENTS

The Individual Bit Time Segments are selected using the CiCFG2 register

Bit Time = Sync Segment + Propagation Segment + Phase Segment 1 + Phase Segment 2

Example 21-8: CAN Bit Timing Calculation Example

FTQ = N * FBAUD

Note 1: The total number of time quanta in a nominal bit time must be programmed between
8 TQ and 25 TQ. Therefore the Time Quantum Frequency (FTQ) is between 8 to 25
times baud rate (FBAUD).

2: Make sure that FTQ is an integer multiple of FBAUD to get precise bit time. If not, the
oscillator input frequency or baud rate may need to be changed.

CiCFG1(BRP) = (FCAN/(2 * FTQ)) – 1

Note 1: (Propagation Segment + Phase Segment 1) must be greater than or equal to the
length of Phase Segment 2.

2: Phase Segment 2 must be greater than Synchronous Jump Width.

• Step 1: Select the ECAN™ module clock frequency.
- If FOSC = 80 MHz, CiCTRL1<CANCKS> should be set to ‘1’. 

Thus, FCAN = Fosc/2 = 40 MHz. 
• Step 2: Calculate the time quantum frequency.

- If FBAUD = 1 Mbps, and number of time quanta N = 20, then FTQ = 20 MHz.

• Step 3: Calculate the baud rate prescaler
- CiCFG1<BRP> = ( 40000000/(2 * FTQ) ) - 1 = 1 - 1 = 0.

• Step 4: Select the individual bit time segments.

- Synchronization Segment = 1TQ (constant).
- Based on system characteristics, suppose the Propagation Delay = 5 TQ. 
- Suppose the sample point is to be at 70% of Nominal Bit Time. Phase Segment 2 = 

30% of Nominal Bit Time = 6 TQ.

- Then, Phase Segment 1 = 20 TQ - (1 TQ + 5 TQ + 6 TQ) = 8 TQ.
DS70185A-page 21-58 © 2007 Microchip Technology Inc.



Section 21. Enhanced Controller Area Network (ECAN™)
E

C
A

N

21

Example 21-9 illustrates code for configuring ECAN bit timing parameters.

Example 21-9: Code Example for Configuring ECAN™ Bit Timing Parameters

/* Set the Operating Frequency of the device to be 40MHz */

#define FCY 40000000

/* Set the ECAN module for Configuration Mode before writing into the Baud 
Rate Control Registers*/

C1CTRL1bits.REQOP = 4;

/* Wait for the ECAN module to enter into Configuration Mode */

while(C1CTRL1bits.OPMODE! = 4);

/* FCAN is selected to be FCY by setting the CANCKS bit
/* FCAN = FCY = 40MHz */

C1CTRL1bits.CANCKS = 0x1;

/* Phase Segment 1 time is 8 TQ */
C1CFG2bits.SEG1PH = 0x7;

/* Phase Segment 2 time is set to be programmable */

C1CFG2bits.SEG2PHTS = 0x1;

/* Phase Segment 2 time is 6 TQ */

C1CFG2bits.SEG2PH = 0x5;

/* Propagation Segment time is 5 TQ */

C1CFG2bits.PRSEG = 0x4;

/* Bus line is sampled three times at the sample point */

C1CFG2bits.SAM = 0x1;

/* Synchronization Jump Width set to 4 TQ */

C1CFG1bits.SJW = 0x3;

/* Baud Rate Prescaler bits set to 1:1, i.e., TQ = (2*1*1)/ FCAN */

C1CFG1bits.BRP = 0x0 ;

/* Put the ECAN Module into Normal Mode Operating Mode*/

C1CTRL1bits.REQOP = 0;

/* Wait for the ECAN module to enter into Normal Operating Mode */

while(C1CTRL1bits.OPMODE! = 0);
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21.10  ECAN ERROR MANAGEMENT

21.10.1 CAN Bus Errors 

The CAN protocol defines five different ways of detecting errors. 

• Bit Error
• Acknowledge Error
• Form Error

• Stuffing Error
• CRC Error

The bit error and the acknowledge error occur at the bit level; the other three errors occur at the
message level. 

21.10.1.1 BIT ERROR

A node that is sending a bit on the bus also monitors the bus. A bit error is detected when the bit
value that is monitored is different from the bit value that is sent. An exception is when a reces-
sive bit is sent during the stuffed bit stream of the Arbitration field or during the ACK slot. In this
case, no bit error occurs when a dominant bit is monitored. A transmitter sending a passive error
frame and detecting a dominant bit does not interpret this as a bit error.

21.10.1.2 ACKNOWLEDGE ERROR 

In the Acknowledge field of a message, the transmitter checks if the Acknowledge Slot (which it
has sent out as a recessive bit) contains a dominant bit. If not, this implies that no other node has
received the frame correctly. An acknowledge error has occurred, and as a result, the message
must be repeated. No error frame is generated in this case.

21.10.1.3 FORM ERROR 

A form error is detected when a fixed-form bit field (End-Of-Frame, Inter-frame Space,
Acknowledge Delimiter or CRC Delimiter) contains one or more illegal bits. For a receiver, a
dominant bit during the last bit of End-of-Frame is not treated as a form error.

21.10.1.4 STUFFING ERROR

A stuffing error is detected at the bit time of the 6th consecutive equal bit level in a message field
that should be coded by the method of bit stuffing.

21.10.1.5 CRC ERROR

The node transmitting a message computes and transmits the CRC corresponding to the trans-
mitted message. Every receiver on the bus performs the same CRC calculation as the transmit-
ter. A CRC error is detected if the calculated result is not the same as the CRC value obtained
from the received message. 

21.10.2 Fault Confinement

Every CAN controller on a bus tries to detect the errors outlined above within each message. If
an error is found, the discovering node transmits an error frame, thus destroying the bus traffic.
The other nodes detect the error caused by the error frame (if they haven't already detected the
original error) and take appropriate action (i.e., discard the current message).

The ECAN module maintains two error counters:

• Transmit Error Counter (CiERR<TERRCNT>)

• Receive Error Counter (CiERR<RERRCNT>)

There are several rules governing how these counters are incremented and/or decremented. In
essence, a transmitter detecting a fault increments its transmit error counter faster than the
listening nodes will increment their receive error counter. This is because there is a good chance
that it is the transmitter that is at fault. 

Note: The error counters are modified according to CAN 2.0B specification.
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A node starts out in Error Active mode. When any one of the two Error Counters equals or
exceeds a value of 127, the node enters a state known as Error Passive. When the Transmit
Error Counter exceeds a value of 255, the node enters the Bus Off state.

• An Error Active node transmits an Active Error Frame when it detects errors.

• An Error Passive node transmits a Passive Error Frame when it detects errors.
• A node that is Bus Off transmits nothing on the bus.

In addition, the ECAN module employs an error warning feature that warns the user application
(when the Transmit Error Counter equals or exceeds 96) before the node enters error passive
state, as illustrated in Figure 21-19.

Figure 21-19: Error Modes

21.10.2.1 TRANSMITTER IN ERROR PASSIVE STATE

The Transmitter Error Passive (CiINTF<TXBP>) bit is set when the Transmit Error Counter
equals or exceeds 128 and generates an error interrupt (CiINTF<ERRIF>) upon entry into Error
Passive state. The Transmit Error Passive flag is cleared automatically by the hardware if the
Transmit Error Counter becomes less than 128.

21.10.2.2 RECEIVER IN ERROR PASSIVE STATE

The Receiver Error Passive (CiINTF<RXBP>) bit is set when the Receive Error Counter equals
or exceeds 128 and generates an error interrupt (CiINTF<ERRIF>) upon entry into Error Passive
state. The Receive Error Passive flag is cleared automatically by the hardware if the Receive
Error Counter becomes less than 128.

21.10.2.3 TRANSMITTER IN BUS OFF STATE

The Transmitter Bus Off (CiINTF<TXBO>) bit is set when the Transmit Error Counter equals or
exceeds 256 and generates an error interrupt (CiINTF<ERRIF>)

21.10.2.4 TRANSMITTER IN ERROR WARNING STATE

The Transmitter Error Warn (CiINTF<TXWAR>) bit is set when the Transmit Error Counter
equals or exceeds 96 and generates an error interrupt (CiINTF<ERRIF>) upon entry into Error
Warn state. The Transmit Error Warn flag is cleared automatically by the hardware if the Transmit
Error Counter becomes less than 96.
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21.10.2.5 RECEIVER IN ERROR WARNING STATE

The Receiver Error Warn (CiINTF<RXWAR>) bit is set when the Receive Error Counter equals
or exceeds 96 and generates an error interrupt (CiINTF<ERRIF>) upon entry into Error Warn
state. The Receive Error Warn flag is cleared automatically by the hardware if the Receive Error
Counter becomes less than 96.

Additionally, there is an Error State Warning flag (CiINTF<EWARN>) bit, which is set if at least
one of the error counters equals or exceeds the error warning limit of 96. EWARN is Reset if both
error counters are less than the error warning limit.
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21.11  ECAN INTERRUPTS

ECAN module generates three different interrupts, each with its own interrupt vector, interrupt
enable control bit, interrupt status flag and interrupt priority control bit. These interrupts are:

• CiTX – ECAN Transmit Data Request

• CiRX – ECAN Receive Data Ready
• Ci – ECAN Event Interrupt

21.11.1 ECAN Transmit Data Request Interrupt

The transmit data request interrupt represents the transmission of a single word in an ECAN
message through the ECAN Transmit Data (CiTXD) register. The user application needs to
assign the ECAN transmit data request interrupt to a DMA channel to automatically transfer mes-
sages from the appropriate DMA RAM buffers to the ECAN module (CiTXD register).

21.11.2 ECAN Receive Data Ready Interrupt

The receive data request interrupt represents the reception of a single word of an ECAN mes-
sage through the ECAN Receive Data (CiRXD) register. The user application needs to assign
the ECAN receive data ready interrupt to a DMA channel to automatically transfer messages
from the ECAN module (CiRXD register) to the appropriate DMA RAM buffers.

21.11.3 ECAN Event Interrupt

The ECAN event interrupt has seven main sources, each of which can be individually enabled.
The Interrupt Flag (CiINTF) register contains the interrupt flags, and the Interrupt Enable
(CiINTE) register contains the enable bits. The Interrupt Flag Code bits (ICODE<6:0>) in the
ECAN Interrupt Code (CiVEC<6:0>) register can be used in combination with a jump table for
efficient handling of interrupts. All interrupts have one source, with the exception of the Error
Interrupt. Any of five error interrupt sources (TX Error Warn, RX Error Warn, TX Error Passive,
RX Error Passive and TX Bus Off) can set an error interrupt flag. The source of the error interrupt
is determined by reading the CiINTF register. 

Figure 21-20 shows ECAN event interrupt generation from various interrupt sources:

21.11.3.1 TRANSMIT BUFFER INTERRUPT

The message buffers 0 to 7 that are configured for message transmission will generate transmit
buffer interrupt (CiINTF<TBIF>) bit after the CAN message is transmitted. The ICODE bits indi-
cate the specific message buffer that generated the transmit buffer interrupt. Transmit buffer
interrupt must be cleared in the Interrupt Service Routine by clearing TBIF bit.

21.11.3.2 RECEIVE BUFFER INTERRUPT

When a message is successfully received and loaded into one of the receive buffers (message
buffers 0 to 31), the receive buffer interrupt (CiINTF<RBIF>) is activated after the module sets
the CiRXFULm<RXFULn> bit. The ICODE bits will indicate the particular buffer which generated
interrupt. The receive buffer interrupt must be cleared in the Interrupt Service Routine by clearing
RBIF bit.

21.11.3.3 RECEIVE BUFFER OVERFLOW INTERRUPT

When a message is successfully received but the designated buffer is full, the receive overflow
interrupt (CiINTF<RBOVIF>) is activated after the module sets the CiRXOVFm<RXOVFn> bit.
The Interrupt Flag Code (ICODE<6:0>) bits in the ECAN Interrupt Code (CiVEC<6:0>) register
indicates which buffer generated the interrupt. The receive buffer overflow interrupt must be
cleared in the Interrupt Service Routine by clearing RBOVIF bit.

21.11.3.4 FIFO ALMOST FULL INTERRUPT

When the FIFO has only one remaining available buffer, the FIFO interrupt (CiINTF<FIFOIF>) is
activated after the module sets the CiRXFULm<RXFULn> bit for the next to last available buffer.
The CiVEC<ICODE> bits indicate the FIFO overflow condition. The FIFO almost full interrupt
must be cleared in the Interrupt Service Routine by clearing the CiINTF<FIFOIF> bit.
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21.11.3.5 ERROR INTERRUPT

The error interrupt (CiINTF<ERRIF>) is generated by five sources: 

• TX Error Warn
• RX Error Warn

• TX Error Passive
• RX Error Passive
• TX Bus Off 

The CiVEC<ICODE> bits indicate the Error condition. The error interrupt must be cleared in the
Interrupt Service Routine by clearing the CiINTF<ERRIF> bit.

21.11.3.6 WAKE-UP INTERRUPT

In Sleep mode, the device monitors the ECAN receive pin (CiRX) for bus activity. A wake-up
(CiINTF<WAKIF>) interrupt is generated when bus activity is detected. The CiVEC<ICODE> bits
indicate the Wake-up condition. The wake-up interrupt must be cleared in the Interrupt Service
Routine by clearing the CiINTF<WAKIF> bit.

21.11.3.7 INVALID MESSAGE RECEIVED INTERRUPT

The invalid message received interrupt is generated for any other type of errors during message
reception. The CiVEC<ICODE> bits indicate the invalid message condition.
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21.12  ECAN LOW-POWER MODES

The ECAN module can respond to the CPU PWRSAV instruction.

21.12.1 Sleep Mode

A CPU PWRSAV,1 instruction stops the crystal oscillator and shuts down all system clocks. The
user application must ensure that the module is not active when the CPU goes into Sleep mode.
To protect the CAN bus system from fatal consequences due to violations of the above rule, the
module drives the TXCAN pin into the recessive state while sleeping. The recommended proce-
dure is to bring the module into Disable mode before the CPU PWRSAV instruction is executed.

21.12.2 Idle Mode

A CPU PWRSAV,0 instruction signals the module to optionally shut down clocks. The module
powers down if the Stop in Idle Mode (CSIDL) bit in ECAN Control Register 1 (CiCTRL1<13>) is
‘1’. The user application must ensure that the module is not active when the CPU goes into Idle
mode. To protect the CAN bus system from fatal consequences due to violations of the above
rule, the module drives the TXCAN pin into the recessive state while sleeping. The recom-
mended procedure is to bring the module into Disable mode before the CPU PWRSAV instruction
is executed.

21.12.3 Wake-up Functions

The module monitors the RX line for activity while the module is sleeping. If the module is in CPU
SLEEP mode the module generates an interrupt if bus activity is detected. Due to the delays in
starting up the oscillator and CPU, the message activity that caused the wake-up is lost. 

The module can be programmed to apply a low-pass filter function to the CiRX input line. This
feature can be used to protect the module from wake-up due to short glitches on the CAN bus
lines. The CiCFG2<WAKFIL> bit enables or disables the filter.

21.13  ECAN TIME STAMPING USING INPUT CAPTURE 

The ECAN module generates a signal that can be sent to a timer capture input whenever a valid
frame has been accepted. This is useful for time-stamping and network synchronization.
Because the CAN specification defines a frame to be valid if no errors occurred before the EOF
field has been transmitted successfully, the timer signal will be generated right after the EOF. A
pulse of one bit time is generated. 

Time-stamping is enabled by the CAN Message Receive Timer Capture Event Enable
(CANCAP) control bit (CiCTRL1<3>). The IC2 capture input is used for time-stamping.

21.14  REGISTER MAPS

Following are register maps related to ECAN:

• ECAN1 Register Map When C1CTRL1.WIN = 0 or 1 (see Table 21-3)
• ECAN1 Register Map When C1CTRL1.WIN = 0 (see Table 21-4)
• ECAN1 Register Map When C1CTRL1.WIN = 1 (see Table 21-5)

• ECAN2 Register Map When C2CTRL1.WIN = 0 or 1 (see Table 21-6)
• ECAN2 Register Map When C2CTRL1.WIN = 0 (see Table 21-7)
• ECAN2 Register Map When C2CTRL1.WIN = 1 (see Table 21-8)

Note: If the CAN capture is enabled, the IC2 pin becomes unusable as a general input
capture pin. In this mode, the IC2 channel derives its input signal from the C1RX or
C2RX pin instead of the IC2 pin.
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Ta

F Bit 3 Bit 2 Bit 1 Bit 0
All 

Resets

C1 CANCAP — — WIN 0480

C1 DNCNT<4:0> 0000

C1 ICODE<6:0> 0040

C1 FSA<4:0> 0000

C1 FNRB<5:0> 0000

C1 FIFOIF RBOVIF RBIF TBIF 0000

C1 FIFOIE RBOVIE RBIE TBIE 0000

C1 NT<7:0> 0000

C1 BRP<5:0> 0000

C1 2:0> PRSEG<2:0> 0000

C1 FLTEN3 FLTEN2 FLTEN1 FLTEN0 0000

C1 F1MSK<1:0> F0MSK<1:0> 0000

C1 F9MSK<1:0> F8MSK<1:0> 0000

Le
ble 21-3: ECAN1 Register Map When C1CTRL1.WIN = 0 or 1

ile Name Addr Bit 15 Bit 14 Bit 13 Bit 12 Bit 11 Bit 10 Bit 9 Bit 8 Bit 7 Bit 6 Bit 5 Bit 4

CTRL1 0400 — — CSIDL ABAT CANCKS REQOP<2:0> OPMODE<2:0> —
CTRL2 0402 — — — — — — — — — — —

VEC 0404 — — — FILHIT<4:0> —

FCTRL 0406 DMABS<2:0> — — — — — — — —

FIFO 0408 — — FBP<5:0> — —

INTF 040A — — TXBO TXBP RXBP TXWAR RXWAR EWARN IVRIF WAKIF ERRIF —

INTE 040C — — — — — — — — IVRIE WAKIE ERRIE —

EC 040E TERRCNT<7:0> RERRC

CFG1 0410 — — — — — — — — SJW<1:0>

CFG2 0412 — WAKFIL — — — SEG2PH<2:0> SEG2PHTS SAM SEG1PH<

FEN1 0414 FLTEN15 FLTEN14 FLTEN13 FLTEN12 FLTEN11 FLTEN10 FLTEN9 FLTEN8 FLTEN7 FLTEN6 FLTEN5 FLTEN4

FMSKSEL1 0418 F7MSK<1:0> F6MSK<1:0> F5MSK<1:0> F4MSK<1:0> F3MSK<1:0> F2MSK<1:0>

FMSKSEL2 041A F15MSK<1:0> F14MSK<1:0> F13MSK<1:0> F12MSK<1:0> F11MSK<1:0> F10MSK<1:0>

gend: — = unimplemented, read as ‘0’. Reset values are shown in hexadecimal.
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it 4 Bit 3 Bit 2 Bit 1 Bit 0
All 

Resets

FUL4 RXFUL3 RXFUL2 RXFUL1 RXFUL0 0000

FUL20 RXFUL19 RXFUL18 RXFUL17 RXFUL16 0000

OVF4 RXOVF3 RXOVF2 RXOVF1 RXOVF0 0000

OVF20 RXOVF19 RXOVF18 RXOVF17 RXOVF16 0000

ERR0 TXREQ0 RTREN0 TX0PRI<1:0> 0000

ERR2 TXREQ2 RTREN2 TX2PRI<1:0> 0000

ERR4 TXREQ4 RTREN4 TX4PRI<1:0> 0000

ERR6 TXREQ6 RTREN6 TX6PRI<1:0> xxxx

xxxx

xxxx
Table 21-4: ECAN1 Register Map When C1CTRL1.WIN = 0

File Name Addr Bit 15 Bit 14 Bit 13 Bit 12 Bit 11 Bit 10 Bit 9 Bit 8 Bit 7 Bit 6 Bit 5 B

0400-
041E

See definition when WIN = x

C1RXFUL1 0420 RXFUL15 RXFUL14 RXFUL13 RXFUL12 RXFUL11 RXFUL10 RXFUL9 RXFUL8 RXFUL7 RXFUL6 RXFUL5 RX

C1RXFUL2 0422 RXFUL31 RXFUL30 RXFUL29 RXFUL28 RXFUL27 RXFUL26 RXFUL25 RXFUL24 RXFUL23 RXFUL22 RXFUL21 RX

C1RXOVF1 0428 RXOVF15 RXOVF14 RXOVF13 RXOVF12 RXOVF11 RXOVF10 RXOVF9 RXOVF8 RXOVF7 RXOVF6 RXOVF5 RX

C1RXOVF2 042A RXOVF31 RXOVF30 RXOVF29 RXOVF28 RXOVF27 RXOVF26 RXOVF25 RXOVF24 RXOVF23 RXOVF22 RXOVF21 RX

C1TR01CON 0430 TXEN1 TXABT1 TXLARB1 TXERR1 TXREQ1 RTREN1 TX1PRI<1:0> TXEN0 TXABAT0 TXLARB0 TX

C1TR23CON 0432 TXEN3 TXABT3 TXLARB3 TXERR3 TXREQ3 RTREN3 TX3PRI<1:0> TXEN2 TXABAT2 TXLARB2 TX

C1TR45CON 0434 TXEN5 TXABT5 TXLARB5 TXERR5 TXREQ5 RTREN5 TX5PRI<1:0> TXEN4 TXABAT4 TXLARB4 TX

C1TR67CON 0436 TXEN7 TXABT7 TXLARB7 TXERR7 TXREQ7 RTREN7 TX7PRI<1:0> TXEN6 TXABAT6 TXLARB6 TX

C1RXD 0440 Received Data Word

C1TXD 0442 Transmit Data Word

Legend: x = unknown value on Reset, — = unimplemented, read as ‘0’. Reset values are shown in hexadecimal.
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F it 3 Bit 2 Bit 1 Bit 0
All 

Resets

C1 F0BP<3:0> 0000

C1 F4BP<3:0> 0000

C1 F8BP<3:0> 0000

C1 F12BP<3:0> 0000

C1 IDE — EID<17:16> xxxx

C1 xxxx

C1 IDE — EID<17:16> xxxx

C1 xxxx

C1 IDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

C1 XIDE — EID<17:16> xxxx

C1 xxxx

Le
ble 21-5: ECAN1 Register Map When C1CTRL1.WIN = 1

ile Name Addr Bit 15 Bit 14 Bit 13 Bit 12 Bit 11 Bit 10 Bit 9 Bit 8 Bit 7 Bit 6 Bit 5 Bit 4 B

0400-
041E

See definition when WIN = x

BUFPNT1 0420 F3BP<3:0> F2BP<3:0> F1BP<3:0>

BUFPNT2 0422 F7BP<3:0> F6BP<3:0> F5BP<3:0>

BUFPNT3 0424 F11BP<3:0> F10BP<3:0> F9BP<3:0>

BUFPNT4 0426 F15BP<3:0> F14BP<3:0> F13BP<3:0>

RXM0SID 0430 SID<10:3> SID<2:0> — M

RXM0EID 0432 EID<15:8> EID<7:0>

RXM1SID 0434 SID<10:3> SID<2:0> — M

RXM1EID 0436 EID<15:8> EID<7:0>

RXM2SID 0438 SID<10:3> SID<2:0> — M

RXM2EID 043A EID<15:8> EID<7:0>

RXF0SID 0440 SID<10:3> SID<2:0> — E

RXF0EID 0442 EID<15:8> EID<7:0>

RXF1SID 0444 SID<10:3> SID<2:0> — E

RXF1EID 0446 EID<15:8> EID<7:0>

RXF2SID 0448 SID<10:3> SID<2:0> — E

RXF2EID 044A EID<15:8> EID<7:0>

RXF3SID 044C SID<10:3> SID<2:0> — E

RXF3EID 044E EID<15:8> EID<7:0>

RXF4SID 0450 SID<10:3> SID<2:0> — E

RXF4EID 0452 EID<15:8> EID<7:0>

RXF5SID 0454 SID<10:3> SID<2:0> — E

RXF5EID 0456 EID<15:8> EID<7:0>

RXF6SID 0458 SID<10:3> SID<2:0> — E

RXF6EID 045A EID<15:8> EID<7:0>

RXF7SID 045C SID<10:3> SID<2:0> — E

RXF7EID 045E EID<15:8> EID<7:0>

RXF8SID 0460 SID<10:3> SID<2:0> — E

RXF8EID 0462 EID<15:8> EID<7:0>

RXF9SID 0464 SID<10:3> SID<2:0> — E

RXF9EID 0466 EID<15:8> EID<7:0>

RXF10SID 0468 SID<10:3> SID<2:0> — E

RXF10EID 046A EID<15:8> EID<7:0>

RXF11SID 046C SID<10:3> SID<2:0> — E

RXF11EID 046E EID<15:8> EID<7:0>

RXF12SID 0470 SID<10:3> SID<2:0> — E

RXF12EID 0472 EID<15:8> EID<7:0>

gend: x = unknown value on Reset, — = unimplemented, read as ‘0’. Reset values are shown in hexadecimal.
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EXIDE — EID<17:16> xxxx

7:0> xxxx

EXIDE — EID<17:16> xxxx

7:0> xxxx

EXIDE — EID<17:16> xxxx

7:0> xxxx

Bit 3 Bit 2 Bit 1 Bit 0
All 

Resets
C1RXF13SID 0474 SID<10:3> SID<2:0> —

C1RXF13EID 0476 EID<15:8> EID<

C1RXF14SID 0478 SID<10:3> SID<2:0> —

C1RXF14EID 047A EID<15:8> EID<

C1RXF15SID 047C SID<10:3> SID<2:0> —

C1RXF15EID 047E EID<15:8> EID<

Table 21-5: ECAN1 Register Map When C1CTRL1.WIN = 1 (Continued)

File Name Addr Bit 15 Bit 14 Bit 13 Bit 12 Bit 11 Bit 10 Bit 9 Bit 8 Bit 7 Bit 6 Bit 5 Bit 4

Legend: x = unknown value on Reset, — = unimplemented, read as ‘0’. Reset values are shown in hexadecimal.
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F Bit 3 Bit 2 Bit 1 Bit 0
All 

Resets

C2 CANCAP — — WIN 0480

C2 DNCNT<4:0> 0000

C2 ICODE<6:0> 0040

C2 FSA<4:0> 0000

C2 FNRB<5:0> 0000

C2 FIFOIF RBOVIF RBIF TBIF 0000

C2 FIFOIE RBOVIE RBIE TBIE 0000

C2 NT<7:0> 0000

C2 BRP<5:0> 0000

C2 :0> PRSEG<2:0> 0000

C2 FLTEN3 FLTEN2 FLTEN1 FLTEN0 0000

C2 F1MSK<1:0> F0MSK<1:0> 0000

C2 F9MSK<1:0> F8MSK<1:0> 0000

Le
ble 21-6: ECAN2 Register Map When C2CTRL1.WIN = 0 or 1

ile Name Addr Bit 15 Bit 14 Bit 13 Bit 12 Bit 11 Bit 10 Bit 9 Bit 8 Bit 7 Bit 6 Bit 5 Bit 4

CTRL1 0500 — — CSIDL ABAT CANCKS REQOP<2:0> OPMODE<2:0> —
CTRL2 0502 — — — — — — — — — — —

VEC 0504 — — — FILHIT<4:0> —

FCTRL 0506 DMABS<2:0> — — — — — — — —

FIFO 0508 — — FBP<5:0> — —

INTF 050A — — TXBO TXBP RXBP TXWAR RXWAR EWARN IVRIF WAKIF ERRIF —

INTE 050C — — — — — — — — IVRIE WAKIE ERRIE —

EC 050E TERRCNT<7:0> RERRC

CFG1 0510 — — — — — — — — SJW<1:0>

CFG2 0512 — WAKFIL — — — SEG2PH<2:0> SEG2PHTS SAM SEG1PH<2

FEN1 0514 FLTEN15 FLTEN14 FLTEN13 FLTEN12 FLTEN11 FLTEN10 FLTEN9 FLTEN8 FLTEN7 FLTEN6 FLTEN5 FLTEN4

FMSKSEL1 0518 F7MSK<1:0> F6MSK<1:0> F5MSK<1:0> F4MSK<1:0> F3MSK<1:0> F2MSK<1:0>

FMSKSEL2 051A F15MSK<1:0> F14MSK<1:0> F13MSK<1:0> F12MSK<1:0> F11MSK<1:0> F10MSK<1:0>

gend: — = unimplemented, read as ‘0’. Reset values are shown in hexadecimal.
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 3 Bit 2 Bit 1 Bit 0 All Resets

UL3 RXFUL2 RXFUL1 RXFUL0 0000

L19 RXFUL18 RXFUL17 RXFUL16 0000

VF3 RXOVF2 RXOVF1 RXOVF0 0000

VF19 RXOVF18 RXOVF17 RXOVF16 0000

EQ0 RTREN0 TX0PRI<1:0> 0000

EQ2 RTREN2 TX2PRI<1:0> 0000

EQ4 RTREN4 TX4PRI<1:0> 0000

EQ6 RTREN6 TX6PRI<1:0> xxxx

xxxx

xxxx
Table 21-7: ECAN2 Register Map When C2CTRL1.WIN = 0

File Name Addr Bit 15 Bit 14 Bit 13 Bit 12 Bit 11 Bit 10 Bit 9 Bit 8 Bit 7 Bit 6 Bit 5 Bit 4 Bit

0500-
051E

See definition when WIN = x

C2RXFUL1 0520 RXFUL15 RXFUL14 RXFUL13 RXFUL12 RXFUL11 RXFUL10 RXFUL9 RXFUL8 RXFUL7 RXFUL6 RXFUL5 RXFUL4 RXF

C2RXFUL2 0522 RXFUL31 RXFUL30 RXFUL29 RXFUL28 RXFUL27 RXFUL26 RXFUL25 RXFUL24 RXFUL23 RXFUL22 RXFUL21 RXFUL20 RXFU

C2RXOVF1 0528 RXOVF15 RXOVF14 RXOVF13 RXOVF12 RXOVF11 RXOVF10 RXOVF09 RXOVF08 RXOVF7 RXOVF6 RXOVF5 RXOVF4 RXO

C2RXOVF2 052A RXOVF31 RXOVF30 RXOVF29 RXOVF28 RXOVF27 RXOVF26 RXOVF25 RXOVF24 RXOVF23 RXOVF22 RXOVF21 RXOVF20 RXO

C2TR01CON 0530 TXEN1 TXABAT1 TXLARB1 TXERR1 TXREQ1 RTREN1 TX1PRI<1:0> TXEN0 TXABAT0 TXLARB0 TXERR0 TXR

C2TR23CON 0532 TXEN3 TXABAT3 TXLARB3 TXERR3 TXREQ3 RTREN3 TX3PRI<1:0> TXEN2 TXABAT2 TXLARB2 TXERR2 TXR

C2TR45CON 0534 TXEN5 TXABAT5 TXLARB5 TXERR5 TXREQ5 RTREN5 TX5PRI<1:0> TXEN4 TXABAT4 TXLARB4 TXERR4 TXR

C2TR67CON 0536 TXEN7 TXABAT7 TXLARB7 TXERR7 TXREQ7 RTREN7 TX7PRI<1:0> TXEN6 TXABAT6 TXLARB6 TXERR6 TXR

C2RXD 0540 Recieved Data Word

C2TXD 0542 Transmit Data Word

Legend: x = unknown value on Reset, — = unimplemented, read as ‘0’. Reset values are shown in hexadecimal.
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F Bit 3 Bit 2 Bit 1 Bit 0
All 

Resets

C2 F0BP<3:0> 0000

C2 F4BP<3:0> 0000

C2 F8BP<3:0> 0000

C2 F12BP<3:0> 0000

C2 MIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 MIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 MIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

C2 EXIDE — EID<17:16> xxxx

C2 <7:0> xxxx

Le
ble 21-8: ECAN2 Register Map When C2CTRL1.WIN = 1

ile Name Addr Bit 15 Bit 14 Bit 13 Bit 12 Bit 11 Bit 10 Bit 9 Bit 8 Bit 7 Bit 6 Bit 5 Bit 4

0500-
051E

See definition when WIN = x

BUFPNT1 0520 F3BP<3:0> F2BP<3:0> F1BP<3:0>

BUFPNT2 0522 F7BP<3:0> F6BP<3:0> F5BP<3:0>

BUFPNT3 0524 F11BP<3:0> F10BP<3:0> F9BP<3:0>

BUFPNT4 0526 F15BP<3:0> F14BP<3:0> F13BP<3:0>

RXM0SID 0530 SID<10:3> SID<2:0> —

RXM0EID 0532 EID<15:8> EID

RXM1SID 0534 SID<10:3> SID<2:0> —

RXM1EID 0536 EID<15:8> EID

RXM2SID 0538 SID<10:3> SID<2:0> —

RXM2EID 053A EID<15:8> EID

RXF0SID 0540 SID<10:3> SID<2:0> —

RXF0EID 0542 EID<15:8> EID

RXF1SID 0544 SID<10:3> SID<2:0> —

RXF1EID 0546 EID<15:8> EID

RXF2SID 0548 SID<10:3> SID<2:0> —

RXF2EID 054A EID<15:8> EID

RXF3SID 054C SID<10:3> SID<2:0> —

RXF3EID 054E EID<15:8> EID

RXF4SID 0550 SID<10:3> SID<2:0> —

RXF4EID 0552 EID<15:8> EID

RXF5SID 0554 SID<10:3> SID<2:0> —

RXF5EID 0556 EID<15:8> EID

RXF6SID 0558 SID<10:3> SID<2:0> —

RXF6EID 055A EID<15:8> EID

RXF7SID 055C SID<10:3 SID<2:0> —

RXF7EID 055E EID<15:8> EID

RXF8SID 0560 SID<10:3 SID<2:0> —

RXF8EID 0562 EID<15:8> EID

RXF9SID 0564 SID<10:3 SID<2:0> —

RXF9EID 0566 EID<15:8> EID

RXF10SID 0568 SID<10:3 SID<2:0> —

RXF10EID 056A EID<15:8> EID

RXF11SID 056C SID<10:3 SID<2:0> —

RXF11EID 056E EID<15:8> EID

RXF12SID 0570 SID<10:3 SID<2:0> —

RXF12EID 0572 EID<15:8> EID

gend: x = unknown value on Reset, — = unimplemented, read as ‘0’. Reset values are shown in hexadecimal.
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EXIDE — EID<17:16> xxxx

EID<7:0> xxxx

EXIDE — EID<17:16> xxxx

EID<7:0> xxxx

EXIDE — EID<17:16> xxxx

EID<7:0> xxxx

t 4 Bit 3 Bit 2 Bit 1 Bit 0
All 

Resets
C2RXF13SID 0574 SID<10:3 SID<2:0> —

C2RXF13EID 0576 EID<15:8>

C2RXF14SID 0578 SID<10:3 SID<2:0> —

C2RXF14EID 057A EID<15:8>

C2RXF15SID 057C SID<10:3 SID<2:0> —

C2RXF15EID 057E EID<15:8>

Table 21-8: ECAN2 Register Map When C2CTRL1.WIN = 1 (Continued)

File Name Addr Bit 15 Bit 14 Bit 13 Bit 12 Bit 11 Bit 10 Bit 9 Bit 8 Bit 7 Bit 6 Bit 5 Bi

Legend: x = unknown value on Reset, — = unimplemented, read as ‘0’. Reset values are shown in hexadecimal.
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21.15  RELATED APPLICATION NOTES

This section lists application notes that are related to the use of ECAN. These application notes
may not be written specifically for the dsPIC33F Product Family, but the concepts are pertinent
and could be used with modification and possible limitations. The current application notes
related to the ECAN module include:

Title Application Note #

There are no related application notes at this time.

Note: Please visit the Microchip web site (www.microchip.com) for additional
Application Notes and code examples for the dsPIC33F family of devices.
© 2007 Microchip Technology Inc. DS70185A-page 21-75



dsPIC33F Family Reference Manual
21.16  REVISION HISTORY

Revision A

This is the initial release of this document. (January 2007)
DS70185A-page 21-76 © 2007 Microchip Technology Inc.


	Section 21. Enhanced Controller Area Network (ECAN™)
	21.1 Introduction
	Figure 21-1: Typical CAN Bus Network
	Figure 21-2: ECAN™ Interaction With DMA
	21.1.1 ECAN Module
	21.1.2 Message Buffers
	21.1.3 DMA Controller

	21.2 CAN Message Formats
	Figure 21-3: CAN Bus Message Frame
	21.2.1 Standard Data Frame
	Figure 21-4: Format of the Standard Data Frame
	21.2.2 Extended Data Frame
	Figure 21-5: Format of the Extended Data Frame
	21.2.3 Remote Frame
	Figure 21-6: Format of the Standard Remote Frame
	Figure 21-7: Format of the Extended Remote Frame
	21.2.4 Error Frame
	21.2.5 Overload Frame
	21.2.6 Interframe Space

	21.3 ECAN Registers
	21.3.1 ECAN Baud Rate Control Registers
	21.3.2 ECAN Message Filter Registers
	21.3.3 ECAN Message Buffer Status Registers
	21.3.4 ECAN FIFO Control/Status Registers
	21.3.5 ECAN Interrupt Control/Status Registers
	21.3.6 ECAN Control and Error Counter Registers
	Register 21-1: CiCFG1: ECAN™ Baud Rate Configuration Register 1
	Register 21-2: CiCFG2: ECAN™ Baud Rate Configuration Register 2
	Register 21-3: CiFEN1: ECAN™ Acceptance Filter Enable Register
	Register 21-4: CiRXFnSID: ECAN™ Acceptance Filter Standard Identifier Register n (n = 0-15)
	Register 21-5: CiRXFnEID: ECAN™ Acceptance Filter Extended Identifier Register n (n = 0-15)
	Register 21-6: CiRXMnSID: ECAN™ Acceptance Filter Mask Standard Identifier Register n (n = 0-2)
	Register 21-7: CiRXMnEID: ECAN™ Acceptance Filter Mask Extended Identifier Register n (n = 0-2)
	Register 21-8: CiFMSKSEL1: ECAN™ Filter 7-0 Mask Selection Register
	Register 21-9: CiFMSKSEL2: ECAN™ Filter 15-8 Mask Selection Register
	Register 21-10: CiBUFPNT1: ECAN™ Filter 0-3 Buffer Pointer Register
	Register 21-11: CiBUFPNT2: ECAN™ Filter 4-7 Buffer Pointer Register
	Register 21-12: CiBUFPNT3: ECAN™ Filter 8-11 Buffer Pointer Register
	Register 21-13: CiBUFPNT4: ECAN™ Filter 12-15 Buffer Pointer Register
	Register 21-14: CiRXFUL1: ECAN™ Receive Buffer Full Register 1
	Register 21-15: CiRXFUL2: ECAN™ Receive Buffer Full Register 2
	Register 21-16: CiRXOVF1: ECAN™ Receive Buffer Overflow Register
	Register 21-17: CiRXOVF2: ECAN™ Receive Buffer Overflow Register 2
	Register 21-18: CiFCTRL: ECAN™ FIFO Control Register
	Register 21-19: CiFIFO: ECAN™ FIFO Status Register
	Register 21-20: CiINTF: ECAN™ Interrupt Flag Register
	Register 21-21: CiINTE: ECAN™ Interrupt Enable Register
	Register 21-22: CiVEC: ECAN™ Interrupt Code Register
	Register 21-23: CiCTRL1: ECAN™ CONTROL REGISTER 1
	Register 21-24: CiCTRL2: ECAN™ Control Register 2
	Register 21-25: CiTRmnCON: ECAN™ TX/RX Buffer m Control Register (m = 0,2,4,6; n = 1,3,5,7)
	Register 21-26: CiEC: ECAN™ Transmit/Receive Error Count Register
	Register 21-27: CiRXD: ECAN™ Receive Data Register
	Register 21-28: CiTXD: ECAN™ Transmit Data Register

	21.4 ECAN Message Buffers
	Buffer 21-1: ECAN™ Message Buffer Word 0
	Buffer 21-2: ECAN™ Message Buffer Word 1
	Buffer 21-3: ECAN™ Message Buffer Word 2
	Buffer 21-4: ECAN™ Message Buffer Word 3
	Buffer 21-5: ECAN™ Message Buffer Word 4
	Buffer 21-6: ECAN™ Message Buffer Word 5
	Buffer 21-7: ECAN™ Message Buffer Word 6
	Buffer 21-8: ECAN™ Message Buffer Word 7

	21.5 ECAN Operating Modes
	21.5.1 Configuration Mode
	21.5.2 Normal Operation Mode
	21.5.3 Listen-Only Mode
	21.5.4 Listen All Messages Mode
	21.5.5 Loopback Mode
	21.5.6 Disable Mode

	21.6 Transmitting ECAN Messages
	21.6.1 Message Transmission Flow
	Figure 21-8: ECAN™ Transmission
	Example 21-1: Code Example for Standard Data Frame Transmission
	Example 21-2: Code Example for Extended Data Frame Transmission
	21.6.2 Aborting a Transmit Message
	21.6.3 Remote Transmit Request/Response
	21.6.3.1 Remote Transmit Request
	21.6.3.2 Remote Transmit Response

	Figure 21-9: Remote Transmit Request/Response
	Example 21-3: Code Example for Transmitting Extended Remote Frame

	21.7 Receiving ECAN Messages
	21.7.1 Message Reception and Acceptance Filtering
	Figure 21-10: Message Reception and Acceptance Filtering
	21.7.1.1 Acceptance Filters

	Figure 21-11: Acceptance Filtering for a Standard Message
	Figure 21-12: Acceptance Filtering for a Extended Message
	21.7.1.2 Acceptance Filter Masks

	Table 21-1: Acceptance Filter/Mask Truth Table
	21.7.1.3 Message Type Selection
	21.7.1.4 Acceptance Filter Configuration

	Example 21-4: Code Example For Filtering Standard Data Frame
	Example 21-5: Code Example for Filtering Extended Data Frame
	21.7.2 Buffer Selection and DMA Transfer
	Figure 21-13: Buffer Selection and DMA Transfer
	21.7.2.1 Buffer Selection
	21.7.2.2 Receiving Messages Into Message Buffers 0-7
	21.7.2.3 Receiving Messages Into Message Buffers 8-14
	21.7.2.4 Receiving Messages Into Message Buffers 15-31
	21.7.2.5 Receive Buffer Status Bits

	21.7.3 FIFO Buffer Operation
	Figure 21-14: Receiving Messages in FIFO
	21.7.3.1 RECEIVING MESSAGES INTO FIFO AREA

	Equation 21-1: FIFO Interrupt Calculation
	21.7.4 FIFO Example
	Figure 21-15: Example of FIFO Operation
	21.7.5 DeviceNet™ Filtering
	Figure 21-16: ECAN™ Operation with DeviceNet™ Filtering
	21.7.5.1 Filter Comparisons

	Table 21-2: DeviceNet™ Filter Bit Configurations
	21.7.5.2 Special Cases


	21.8 DMA Controller Configuration
	Figure 21-17: ECAN™ Message Buffer Memory Usage
	21.8.1 DMA Operation for Transmitting Data
	Example 21-6: DMA Channel 0 Configuration for ECAN1 Transmission
	21.8.2 DMA Operation for Receiving Data
	Example 21-7: DMA Channel 1 Configuration for ECAN1 Reception

	21.9 Bit Timing
	Figure 21-18: ECAN™ Bit Timing
	21.9.1 Bit Segments
	21.9.2 Sample Point
	21.9.3 Synchronization
	21.9.4 ECAN Bit Time Calculations
	21.9.4.1 STEP 1: Select the ECAN Module clock frequency
	21.9.4.2 STEP 2: Calculate the Time Quantum Frequency (Ftq)
	21.9.4.3 STEP 3: Calculate the Baud Rate Prescaler (CiCFG1<BRP>)
	21.9.4.4 STEP 4: Select the Individual Bit Time Segments

	Example 21-8: CAN Bit Timing Calculation Example
	Example 21-9: Code Example for Configuring ECAN™ Bit Timing Parameters

	21.10 ECAN Error Management
	21.10.1 CAN Bus Errors
	21.10.1.1 Bit Error
	21.10.1.2 Acknowledge Error
	21.10.1.3 Form Error
	21.10.1.4 Stuffing Error
	21.10.1.5 CRC Error

	21.10.2 Fault Confinement
	Figure 21-19: Error Modes
	21.10.2.1 Transmitter in Error Passive state
	21.10.2.2 Receiver in Error Passive state
	21.10.2.3 Transmitter in bus off state
	21.10.2.4 Transmitter in error warning state
	21.10.2.5 Receiver in error warning state


	21.11 ECAN Interrupts
	21.11.1 ECAN Transmit Data Request Interrupt
	21.11.2 ECAN Receive Data Ready Interrupt
	21.11.3 ECAN Event Interrupt
	21.11.3.1 Transmit Buffer Interrupt
	21.11.3.2 Receive Buffer Interrupt
	21.11.3.3 Receive Buffer Overflow Interrupt
	21.11.3.4 FIFO Almost Full Interrupt
	21.11.3.5 Error Interrupt
	21.11.3.6 Wake-Up Interrupt
	21.11.3.7 Invalid Message Received Interrupt

	Figure 21-20: ECAN™ Event Interrupts

	21.12 ECAN Low-Power Modes
	21.12.1 Sleep Mode
	21.12.2 Idle Mode
	21.12.3 Wake-up Functions

	21.13 ECAN Time Stamping Using Input Capture
	21.14 Register Maps
	Table 21-3: ECAN1 Register Map When C1CTRL1.WIN = 0 or 1
	Table 21-4: ECAN1 Register Map When C1CTRL1.WIN = 0
	Table 21-5: ECAN1 Register Map When C1CTRL1.WIN = 1�
	Table 21-6: ECAN2 Register Map When C2CTRL1.WIN = 0 or 1
	Table 21-7: ECAN2 Register Map When C2CTRL1.WIN = 0
	Table 21-8: ECAN2 Register Map When C2CTRL1.WIN = 1�

	21.15 Related Application Notes
	21.16 Revision History


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200076006f006e002000640065006e0065006e002000530069006500200068006f00630068007700650072007400690067006500200044007200750063006b006500200061007500660020004400650073006b0074006f0070002d0044007200750063006b00650072006e00200075006e0064002000500072006f006f0066002d00470065007200e400740065006e002000650072007a0065007500670065006e0020006d00f60063006800740065006e002e002000450072007300740065006c006c007400650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000410064006f00620065002000520065006100640065007200200035002e00300020006f0064006500720020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <FEFF005500740069006c0069006300650020006500730074006100200063006f006e0066006900670075007200610063006900f3006e0020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000640065002000410064006f0062006500200050004400460020007000610072006100200063006f006e00730065006700750069007200200069006d0070007200650073006900f3006e002000640065002000630061006c006900640061006400200065006e00200069006d0070007200650073006f0072006100730020006400650020006500730063007200690074006f00720069006f00200079002000680065007200720061006d00690065006e00740061007300200064006500200063006f00720072006500630063006900f3006e002e002000530065002000700075006500640065006e00200061006200720069007200200064006f00630075006d0065006e0074006f00730020005000440046002000630072006500610064006f007300200063006f006e0020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /FRA <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>
    /ITA <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>
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740020006600f600720020006b00760061006c00690074006500740073007500740073006b0072006900660074006500720020007000e5002000760061006e006c00690067006100200073006b0072006900760061007200650020006f006300680020006600f600720020006b006f007200720065006b007400750072002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


